Jumping Jax
Internet Usage / Safety Policy

The internet is an incredible resource for children to access, support for their homework, chatting to friends etc, but it can also be a very dangerous place for them. They can be exposed to inappropriate material, harassment and bullying, viruses and hackers and be conned into giving away financial and personal information. They can also be vulnerable to on-line grooming by paedophiles.
As a Childminder I offer children the opportunity to use the computer and the internet, however I have introduced a range of procedures to ensure their safety when using this technology.
· I have a filter on my computer that blocks out most inappropriate material
K9 Protection (http://www1.k9webprotection.com/) is installed on each of the netbooks available for the children to use. The application is configured to apply the highest level of internet filtering.

· I do not allow the use of chat rooms.

· If children have access to a personal email account I check the children’s  emails to ensure that they are not being bullied or sending anything inappropriate to others.

· I talk to the children about the websites they are using.

· Me or my assistant are always nearby so can keep an eye out on what websites they are visiting.

· I check the internet browsing history on the netbooks regularly.


If you would rather your child was not allowed access to the internet then please let me know.  I am also aware of the need to limit the time children spend on computers and other electronical devices. I will always ensure that they spend a balance of time engaged in ICT and other activities while in the care of me.

If you have any concerns regarding this policy then please do not hesitate to contact me.

Internet Filtering:

If you are interested in putting internet filtering in place on your own home computers I highly recommend K9 Protection (http://www1.k9webprotection.com/) the software is free and you simply require your email address to register.

When you install the software you enter a master password, which allows you to temporarily allow blocked websites. You can then select the default level of filtering you require. All filtering is blocked based on category Example: www.facebook.com (Social Networking)

Internet Safety:
There are some excellent websites that provide advice on internet safety.

One website I would recommend for both parents and children is CEOP.

This website is dedicated to eSafety (http://ceop.police.uk/)  

