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Federal Bureau of Investigation’s Task Forces on Seniors
ov/scams-safety/fraud/se:




5 Tips for Avoiding Telemarketing Scams

1

Don't buy from an
unfamiliar company.
Always ask for and wait
until you receive written
material about any offer or
charity.

Obtain a salesperson's
name, business identity,
telephone number, street
address, mailing address,
and business license
number before you transact
business.

4.

Always take your time in
making a decision.
If you have information
about a fraud, report it to
state, local, or federal law
enforcement agencies.

Common Ways to Steal Identity
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Unusual recent changes in a person's accounts, including atypical

withdrawals, new person(s) added, or sudden use of senior’s ATM or credit
card.

Person suddenly appears confused, unkempt, and afraid.

Utility, rent, mortgage, medical, or other essential bills are unpaid despite
adequate income.

*  Caregiver will not allow others access to the senior.

Piled up sweepstakes mailings, magazine subscriptions, or “free gifts,” which
means they may be on “sucker lists.”

Top 8 Ways to Protect Yourself

Be aware that you're atrisk from 5. Sign up for the “Do Not Call” st (1-
strangers—and from those closest 888-382-1222) and take yourself off
toyou. multiple mailing lists.

Do not isolate yourself—stay 6. Use direct deposit for benefit
involved! checks.

Always tell solicitors: “I never buy 7. Never give your credit card,
from (or give to) anyone who calls banking, Social Security, Medicare,
or visits me unannounced. Send me or other personal information over
something in writing” the phone unless you initiated the
call.

Shred all receipts with your credit . o
card number. 8. Be skeptical of all unsolicited offers.

What's your tip?
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Get to know your banker and build a relationship with the
people who handle your finances. They can look out for any
suspicious activity related to your account.

Presented by

Cindy B. Stevens, BS, PDMMe.

of Personal Financial Solutions

a Daily Money Management Company




