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Abstract - Digital watermarking plays very important role in 

multimedia for several applications such as copyright 

protection, ownership protection and identification, data 
authentication, broadcast monitoring etc. The aim of every 

application is to provide security to the digital information. 

Digital watermarking is a method of embedding some 

information with original image in the form of text, image etc. 

Digital watermarking is a very developing field and widely 

used in various applications. This paper presents a review on 

different digital watermarking techniques. The watermarking 

techniques is mainly two type e.g. spatial domain or frequency 

domain or on the basis of wavelets. 
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I. INTRODUCTION 

Digital watermarking is a method of embedding digital data 

called watermark into a multimedia object in such a way that 

watermark can be easily detected to make a decision about the 

objects. It may be classified as visible or non-visible. Example 

of visible watermarking is the text visible in the background of 

any document. On the other hand, non-visible watermark is 

hidden in the object, which can be detected by an authorized 

person. Such watermarks can use for authentication and 

preventing unauthorized copying. The digital image 

watermarking is the best method for multimedia copyright 
protection problems [1, 2]. Digital watermarking will have a 

number of useful applications such as digital cameras, medical 

imaging, image databases, and video on demand systems, and 

many others. Recently, lot of digital watermarking methods 

have been proposed, which is based on spatial domain 

technique and frequency domain technique. These techniques 

are used in watermark embedding algorithm and watermark 

extracting algorithm [3].  

 

II. LITERATURE REVIEW 

This section presents the methods currently available in the 
field of digital watermarking. It presents a review of some 

important work in the field of digital watermarking technique. 

A survey of the current research is presented as well as an 

analysis of the current techniques and methods available for 

digital image watermarking are also presented.  In 2009, J. Mei 

et al. [4] proposed a DWT digital watermarking algorithm 

based on human vision characters. In this technique, all 

watermark images is transformed by using DCT 

transformation. Then this watermark image is inserting into the 

HF band of wavelet transformation domain. In 2010, C. C. Lai 
et al. [5] introduce a technique in which the watermark is not 

inserted directly on the wavelet coefficients but it is on the 

elements of singular values of the cover image’s DWT.  In 

2012, N. Chaturvedi et al. [8] have compared watermarking 

using DWT & DWT-DCT method’s performance analysis on 

basis of PSNR. 

 

III. WATERMARKING TECHNIQUES 

Digital watermarking techniques may classified in spatial 

domain-based watermarking, frequency domain based 

watermarking and feature-based watermarking. In this paper 
spatial domain-based watermarking and frequency domain 

based watermarking has described.    

  

A. Spatial domain based technique   

In spatial domain based technique watermarking system 

directly change the main data elements, for example pixels in 

an image. Most widely used method for this purpose is LSB 

technique[3].  

The image is as a matrix MxN where M and N are the 

dimensions of the image and the value of the pixel in the 

position (i,j)  is a binary number. This binary number can be 

divided into a most significant bit (MSB) which contains lot of 
information and a least significant bit (LSB) which contains 

very less information. In LSB technique LSB of Original image 

pixels are replaced by MSB of watermark image pixels.  

Following steps are used to perform LSB technique.   

1. Select the original image and watermark image.   

2. Select number of bits of original image so that it can maintain 

the quality of the image. Image quality depends on number of 

bits.  If more number of bits are selected then it will diminish 

the quality of the image.  

3. Insert the MSB of watermark image in LSB of original 

image. For example  
(1111 1111 1010) 

When a number 101 is embedded into the least significant bits 

of this part of the image, the resulting grid is as follows:  

(1111 1110 1011)  

Spatial domain techniques such as LSB are easier to implement, 

but they are limited in robustness, which is not expected in any 

watermarking applications. It can applied in simple operation 

such as cropping or addition of noise. 
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B. Frequency domain based Techniques 

Frequency transform domain watermarking technique apply the 

different transformations on an image like DFT, DCT, DWT 

etc. and embed the watermark into coefficients by changing 

coefficients values. Thus techniques in this domain embeds 

watermark into coefficients rather than in pixel values. 
Techniques in frequency transform domain are as follows:  

Discrete Cosine Transformation (DCT) based image 

watermarking [9] is a kind of transform whose kernel is in 

cosine function. It works for complex numbers. It converts an 

image from spatial domain to transform domain and vice versa. 

When an image is transformed using DCT it divides given 

image into 8*8 blocks. Then it finds low and high frequency 

components by zigzag scanning. And then embeds watermark 

in low frequency components. This method provides high 

robustness against JPEG compression. DCT methods lack 

resistance to strong geometric attacks.  

Discrete Wavelet Transformation (DWT) based image 
watermarking [10] is a decomposition technique that 

decomposes given image into set of basic wavelets. It provides 

spatial and transform representation of an image. DWT is 

suitable technique to identify the area in the image that contains 

secret image. DWT decompose given image into low and high 

frequency components and finds high frequency components 

and embeds an image into high frequency components. In DWT 

based method frequency resolution depends on frequency so 

when frequency is corrupted it decreases robustness. DWT 

multiresolution technique decomposes given image into four 

sub bands –LL(High scale low frequency components), LH 
(Vertical low scale high frequency components), HL 

(Horizontal low scale high frequency components), HH 

(Diagonal low scale high frequency components) [10]. It 

embeds watermark into LH and HL bands. This method does 

not provide strong robustness against different types of 

geometric and image processing attacks. Discrete Wavelet 

Transform-Discrete Cosine Transform based hybrid 

watermarking (DWT-DCT) is hybrid watermarking technique 

is used that combines DWT and DCT. In this method first DWT 

is applied on the host image up to different levels followed by 

DCT and then applies different types of attacks. As the number 

of level increases size of watermark decreases and PSNR 
increases [10].In this method mark image is multiplied with 

deviation of host image so quality degrades very slowly. This 

method provides high PSNR and can extract high quality and 

large marks. It does not change the view of host image. This 

method satisfies the requirements of robustness. Combined 

Discrete Wavelet Transform (DWT)-Discrete Cosine 

Transform (DCT)-Singular Value Decomposition (SVD) based 

watermarking [9]  is a combined technique of DWT, DCT and 

SVD. It combined in a zigzag way to satisfy the requirement of 

robustness. First DWT is applied on host image which 

decomposes the given image into four bands. And then DCT is 
applied on HH band and map the DCT coefficient using zigzag 

scanning and then applies SVD to get singular value 

coefficients. Same procedure is then applied on watermark 

image. Extraction is same as embedding but works in reverse 

manner. This method provides good robustness. But 

complexity increases as process of application of DWT, DCT, 

SVD and IDWT, IDCT, and inverse SVD.  
 

IV. CONCLUSION 

Watermark embedding and extraction algorithms are required 

for providing copyright protection and ownership identification 

and other security purpose. This paper presents a brief survey 

on various digital watermarking techniques in different 

domains and their requirements. In this paper, different 

watermarking techniques are classified with their requirements, 

benefits and limitations. It has been concluded that to minimize 

distortions and to increase capability, techniques in frequency 

or transform domain must be combined with other techniques. 
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