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A Futuristic Vision of Forensic Science

What will forensic science look like in the future? Forensic
science has a promising future as new methods, technologies,
and scientific advancements create new possibilities that have
not yet been imagined. For example, while the discovery and
utilization of DNA has transformed current-day forensic science,
it will continue to do so as the detection technologies develop
and our understanding of trace DNA transfer, persistence, preva-
lence, and recovery grows. New discoveries can create incremen-
tal evolutionary changes or revolutionary changes that will
reshape the face of forensic science all together. We cannot pre-
dict the innovations and new technologies that will come to be,
but we can certainly expect that they will happen (1) and that
they will create new possibilities for forensic science.
In this piece, we engage in a thought exercise to consider and

present a view of what forensic science may look like in the
future. It is intended to share ideas and provoke discussions
about the direction forensic science may take in the future, what
it can be, and what it will be capable of. This futuristic view
takes into account that one of the most critical, challenging, and
foundational aspects of forensic science is that it is a complex
interdisciplinary field, with multiple stakeholders, drivers, and
pressures (2). For this reason, the potential of new technologies
and an increased evidence base to underpin crime reconstruc-
tions is clear. While we present here a vision of how these new
capabilities may shape forensic science in the future, it is beyond
the scope of this piece to provide technical details of how these
developments may be implemented given that many of these
technologies have yet to be created.
Forensic science is often driven by specific issues and scan-

dals (such as a miscarriage of justice), and resources are specifi-
cally deployed to address them (3). This means that forensic
science is often reactive to “symptoms” that arise (4,5), rather
than engaging in continuous and systematic proactive examina-
tion, research, and self-reflection as routine practice. In addition,
forensic science frequently works within the framework that “ev-
ery case is different,” which creates a fundamental tension
between research seeking to develop generalizable theories and
approaches, and professional practices in crime reconstruction.
Therefore, taking a longer term view of the possibilities and
potentially desirable directions of the future of forensic science
is an important undertaking.
As we consider a vision of the future, one of the basic chal-

lenges is that some forensic domains have developed within

investigative practices (e.g., Ref. [6]) rather than first establish-
ing the principles and foundations of a domain through scientific
research. This has also led to many forensic domains having
(comparatively) small amounts of data (e.g., Ref. [7]). Courts
have readily accepted forensic science evidence (8), and given
the complex ecosystem of forensic science with many interacting
variables (9), the courts have allowed forensic science to flourish
even without a truly holistic and coherent overview of crime
reconstruction approaches, and a scientific research culture (10).
As we look forward, one thing is almost certain, in the future
datasets will be larger, our use and reliance on technology and
laboratory information management systems will grow, and it
will be possible to ensure that decision making is more transpar-
ent, which will transform narrow and anecdotal approaches.
In this thought exercise to envision the future, timescale is a

critical variable, because the further into the future we go, the
more unknown and unpredictable factors there will be. However,
it is possible to predict that forensic science in the future will
take advantage of the development and utilization of emerging
technologies, which will create new capacities to capture, pro-
duce, store, search, synthesize, visualize, and interrogate data.
It is also clear that with all these new and exciting possibili-

ties, new challenges and vulnerabilities also arise. Utopian fic-
tion highlights the potential for this kind of data-rich world to
transform society and human nature, but these new technologies
and capabilities also create a world that faces very serious chal-
lenges (such as disclosure [11] and issues around ethics and pri-
vacy [12,13]), and there will certainly be new (as yet unknown)
challenges.
Taking a horizon scanning approach in considering forensic

science in the future, it is important to consider how these new
capabilities from technological advances and the ability to cap-
ture and process data might transform forensic science, and how
this coming revolution can change and impact forensic science.
Regardless of the specific details of these advances (some of
which will make huge impacts, such as that made by DNA), it
is possible to anticipate that future technologies will enable the
creation of a platform that will manage and integrate forensic
work within a simulator system that could be considered to be
an “Integrative Reconstruction and Prediction Simulator” (IRPS).
Such a unified platform will make it possible to integrate find-
ings from a very broad range of physical and digital materials,
situated within all the relevant contextual information in order to
scientifically reconstruct a crime event, in a way that takes a
truly holistic integrative approach to forensic science (14–16).
In this thought exercise of taking a futuristic view of forensic

science, it can be anticipated that it will be possible to simulate
and model different scenarios and outcomes, similar to some
extent to those in use in the domains of aviation and medicine
(e.g., Ref. [17–19]). However, rather than having the human
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body as the object of inquiry—as in medical simulations—the
IRPS will have the crime scene as its object of inquiry. It will
be possible to run multiple simulations utilizing all the different
forms of forensic science evidence and incorporating the context
of each piece of intelligence and evidence. In so doing, it will
be possible to provide statistical probabilities for different sce-
narios that can inform a reconstruction of what may have hap-
pened, by whom, and when, and potentially contribute to crime
prevention tools and approaches (20).
By running a multitude of different possible reconstructions of

a crime, this kind of platform would enable an assessment of the
possibilities of different scenarios, providing a differential crime
diagnosis, to inform the likelihoods of what could have hap-
pened given the forensic science evidence available (in combina-
tion with all other forms of intelligence that may exist). This
approach of differential diagnosis is already being realized in the
medical domain where it is possible to distinguish between dif-
ferent conditions, which can give rise to similar signs or symp-
toms (e.g., Ref. [21,22]). In a system where it is possible to
incorporate all the information and evidentiary materials relevant
to a case into an IRPS, it can be anticipated that the IRPS will
be able to only use information that is task-relevant for each
piece of forensic science evidence (23). Then, using context
management tools, such as Linear Sequential Unmasking (LSU),
the IRPS could optimize the sequence of examining and inter-
preting the evidence, making sure the evidence is driving the
crime reconstruction process, rather than a target suspect (24).
A tool of this kind in this futuristic vision of forensic science

will be able to take into account not only the analysis of the
forensic science evidence, but, when scientifically relevant, it
will also take into account where it was found in the crime
scene, what it was associated with, and a whole array of relevant
contextual information, as appropriate. For example, the loca-
tions and orientations of latent fingermarks can be combined and
integrated with locations and orientations of patterns of blood
spatter whereby they constitute relevant context to each other, so
the likelihood of multiple different crime reconstructions can be
simulated by the IRPS by running various scenarios given all
the crime scene evidence, utilizing Bayesian and other statistical
tools (e.g., Ref. [16,25]).
The potential of a tool in the future such as the IRPS will be

that it may not only provide indications of the likelihood of the
source attribution, but it will also be able to draw conclusions at
activity and offense levels (14,16,26). By running multiple simu-
lations that consider different scenarios as to what happened, by
whom, and when, it will be able to distinguish, for example,
between primary and secondary transfer of trace DNA (27), and
to give information, such as a facial image, of who committed a
crime with a measure of likelihood on the basis of the simulation
data produced. However, when the forensic science evidence is
not conclusive and a number of possible scenarios are viable,
then nonscientific lines of evidence (such as eye witness testi-
mony) could be used to further assess the different scenarios, in
a way that ensures transparency in terms of what intelligence/ev-
idence was used in computing each possible scenario, which will
be routinely recorded and documented.
With such future capabilities, forensic science may not only

utilize the IRPS to reconstruct and solve crimes, but this kind of
IRPS tool will ensure greater transparency in the documentation
of how reconstructions were computed during the original analy-
sis. Hence, it will enable better communication and documenta-
tion of the decision pathways that resulted in the findings and
establishment of the weight of the evidence provided to the fact

finders. For example, it could be possible that using virtual real-
ity (VR) approaches, the IRPS would enable a fully transparent
presentation of the different possible alternative crime recon-
structions, and the reasons for their likelihood, including any
uncertainties, limitations, biases, and assumptions.
Of course, the creation of this kind of capability will change

the role of the human examiner, their use and reliance on tech-
nology, and how work is distributed between human and
machine (28). These will have far-reaching implications to selec-
tion, training, experiences, and competencies of the human
examiner (29). The value of forensic science with a tool with
this kind of capability would be its ability to create and utilize
large datasets through simulations of different scenarios that
incorporate multiple variables. In so doing, it will be able to
consider the complex ecosystem of forensic science and there-
fore identify potential root causes of specific challenges that cur-
rently exist and that will arise through the creation of new
technological capabilities. It will bring together both experimen-
tal data and professional practitioner experience, and it will
ensure the means of documenting every stage and decision so
that cases can be re-evaluated in the future if new information or
technologies become available. To ensure integrity of the IRPS,
it will be important to preserve its transparency and so it will
need to be open source, and freely available and enable to offer
open forensic science (30), with full legal and forensic disclo-
sures (31).
Our futuristic vision of forensic science with the developing

capabilities of simulation and predictions of tools, such as an
IRPS, will also have a role to play before crimes occur. First,
the IRPS will be able to contribute to providing intelligence for
the disruption and prevention of existing crime types (32). For
example, it may well be possible to not only deal with a single
crime scene, but also create a database within the IRPS of all
other crimes, past and present, which will then enable connec-
tions and inferences across crime events to be made, regularities
and common themes to be found, and intelligence that can be
deployed to disrupt and prevent crime produced.
Second, as society and technological capabilities change,

existing crime types will need new forensic tools (20,33). For
example, already we are seeing that changes in paper currency
to polymer require new techniques for the development of fin-
germarks deposited on the new plastic notes. As it becomes pos-
sible to capture, retain, store, and search greater amounts of
data, a system such as the IRPS would have the capacity to store
and use a whole range of data, such as the chemicals used in the
manufacture of paint and ink, the patterns of different tire treads,
and the digital signatures of various devices to enhance evalua-
tive interpretation. The IRPS may also be able to record and
make use of artificially modified elements in the production of
goods (such as firearms) so they can be easily traced and identi-
fied if used in a crime.
Third, a further capability of future IRPS forensic science

tools will be in identifying and anticipating new forms of crime
that are enabled by emerging technologies, such as new digital
capabilities, AI, machine learning, remote sensing, robotics, elec-
tronic remote control, autonomous vehicles, and drones. These
will inevitably and undoubtedly be beneficial to society, but they
will also present opportunities for new types of crime.
Anticipating these future crimes by using the capacity of an

IRPS system will enable a proactive approach for forensic
science to not only detect but also predict. Through the anticipa-
tion of future crimes, it is possible to engineer systems to
increase the risk that the criminals will be caught, or reduce the
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reward of committing the crime, thereby contributing to crime
prevention approaches (34). Hence, forensic science in the future
will not only focus on crime reconstructions and interpreting of
forensic science evidence from a crime scene, but will also have
the capability to “out think crime” and create a more proactive
forensic science.
It is not possible to predict the specific details of technological

and scientific discoveries that will shape and advance forensic
science in the future (nor the practical details of the “nuts &
bolts” of how these will be implemented), but it is possible to
be confident that advances in technology and science will hap-
pen. However, to realize the potential of these new discoveries,
we need to engage in thought exercises so as to develop a vision
of the solution that is currently needed that new capabilities may
be able to achieve. Enhanced capabilities of data management,
simulation, and data creation that can address complexity and
the dynamic nature of forensic science reconstructions in individ-
ual cases could address the deep and systemic challenges we
face in crime reconstructions and interpreting forensic science
evidence (4).
Therefore, it is possible to envision in this thought exercise

a technological platform that will revolutionize the practice of
forensic science. Such a platform offers the ability to incorpo-
rate existing forensic tools within new capabilities. It will go
beyond source attribution to activity and offense levels, and
will incorporate virtual reality and immersive technologies to
assist investigators and the courts (35). It will also offer the
means to ensure real transparency in terms of the variables
considered and the decisions made that can be preserved for
re-examinations if needed. The future certainly looks bright,
but given that complex challenges require collaborative and
holistic solutions, to achieve this kind of capability will require
a truly interdisciplinary approach from across the sciences, arts,
and humanities that brings these emerging capabilities together
with experts from computer science, statistics, cognitive
science, and other related domains. In addition, we need to
ensure that we focus on both technological capabilities and
foundational research that underpins evaluative interpretation
(5,36). Such a forensic science is an exciting possibility we
can look forward to.
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