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IN THE SUPERIOR COURT OF THE STATE OF ARIZONA 

IN AND FOR THE COUNTY OF MARICOPA 

Peter S. Davis, as Receiver of DenSco 
Investment Corporation, an Arizona 
corporation, 

Plaintiff, 

v. 

U.S. Bank, NA, a national banking 
organization; Hilda H. Chavez and John 
Doe Chavez, a married couple; JP Morgan 
Chase Bank, N.A., a national banking 
organization; Samantha Nelson f/k/a 
Samantha Kumbalek and Kristofer Nelson, 
a married couple; and Vikram Dadlani and 
Jane Doe Dadlani, a married couple, 

Defendants 

No. CV2019-011499 

PLAINTIFF’S SIXTEENTH 
SUPPLEMENTAL RULE 26.1 
DISCLOSURE STATEMENT RE 
SUPPLEMENTAL EXPERT 
REPORTS 

For his Sixteenth Supplemental Disclosure Statement, Plaintiff Peter S. Davis, as 

Receiver of DenSco Investment Corporation, sets forth the following in addition to its 

prior disclosure statements:  

VI. EXPERT WITNESSES 

(A) The supplemental expert report of Jeffrey P. Gaia regarding US Bank 

liability is produced with this disclosure statement. 

(B) The supplemental expert report of Jeffrey P. Gaia regarding J.P. Morgan 
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Chase Bank liability is produced with this disclosure statement. 

DATED this 20th day of May 2022. 

 OSBORN MALEDON, P.A. 
 
 
By     

Colin F. Campbell 
Geoffrey M. T. Sturr 
Timothy J. Eckstein 
Joseph N. Roth 
John S. Bullock 
2929 North Central Avenue, 21st Floor 
Phoenix, Arizona 85012-2793 

Attorneys for Plaintiff 
 
 
COPY of the foregoing served via email  
this 20th day of May 2022, on: 
 
Nicole Goodwin 
GREENBERG TRAURIG, LLP 
2375 East Camelback Road, Suite 800 
Phoenix, Arizona 85016 
goodwinn@gtlaw.com 
hershbergera@gtlaw.com 
aranat@gtlaw.com 
 
Paul J. Ferak 
Jonathan H. Claydon 
GREENBERG TRAURIG, LLP 
77 West Wacker Drive, Suite 3100 
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ferakp@gtlaw.com 
claydonj@gtlaw.com 
 
Attorneys for Defendant JP Morgan Chase Bank, N.A.,  
Samantha Nelson f/k/a Samantha Kumbalek,  
Kristofer Nelson, Vikram Dadlani, and Jane Doe Dadlani 
 
Gregory J. Marshall 
Amanda Z. Weaver 
SNELL & WILMER, LLP 
400 East Van Buren Street, Suite 1900 
Phoenix, Arizona 85004-2202 
gmarshall@swlaw.com 
aweaver@swlaw.com 
ehenry@swlaw.com 
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VERIFICATION 

 

Pursuant to Rule 8(h), Ariz.R.Civ.P., I, Peter S. Davis, as receiver for Plaintiff, 

DenSco Investment Corporation, an Arizona corporation, verify under penalty of perjury 

the foregoing is true and correct: 

1. DenSco Investment Corporation is the Plaintiff for the above-entitled action. 

2. I have read the Plaintiff’s Sixteenth Supplemental Rule 26.1 Disclosure 
Statements and know the contents thereof. 

3. The statements and matters alleged are true of my own personal knowledge as 
the receiver for DenSco Investment Corporation, except as to those matters 
stated upon information and belief, and as to such matters, I reasonably believe 
them to be true. 

DATED this 12th day of May, 2022. 
 
 

DENSCO INVESTMENT 
CORPORATION, an Arizona corporation 
 
 
 
  
By: Peter S. Davis 
Its: Receiver 
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1.0  Purpose and Scope 

This document supplements the Expert Report of Jeffrey P. Gaia dated January 10, 2022.  This 
Supplemental Report is being submitted based on the deposition testimony of Wayne Thompson dated 
March 25, 2022, and the opinions contained herein should be considered with the opinions expressed in 
my January 10, 2022 report. 

The testimony of Mr. Thompson presents compelling front-line evidence of the systemic and systematic 
weaknesses of US Bank, N.A.’s (USB) Anti-Money Laundering (AML) Program which are described in 
Consent Order #2015-1131 issued by the Office of the Comptroller of the Currency, and as further 
described in the Deferred Prosecution Agreement (DPA) executed by and between USB and the U.S. 
Department of Justice on February 12, 2018.  Although these actions were undertaken by separate 
federal departments, the charges and conclusions consistently establish USB’s willful blindness toward 
its AML responsibilities driven by a desire to minimize the cost of compliance.  This deliberative 
approach resulted in the charges noted in the DPA: 

· Count One of the DPA charged that during a period that encompasses 2009 through 2014 USB 
willfully failed to establish, implement, and maintain an adequate anti-money laundering 
program which resulted in the willful failure to monitor, investigate, and report substantial 
numbers of suspicious transactions flowing through the bank.2 

· Count Two of the DPA charged USB with willfully failing to report suspicious transactions and 
banking activities relevant to a possible violation of law.3 

The testimony of Mr. Thompson illustrates the weaknesses noted in the DPA, specifically relating to: 

· Inadequate training of AML personnel.4  
· Lack of developing and implementing a comprehensive Customer Due Diligence Program 

(CDD).5 
· The requirement under the Bank Secrecy Act (BSA) to report suspicious transactions relevant to 

a possible violation of law or regulations.6 

As noted in the DPA, these and other, weaknesses resulted in USB’s willful failure to maintain an 
adequate AML Program which resulted in serious violations of AML laws and regulations.  The actions of 
USB noted in the DPA document the conscious disregard and willful blindness of USB’s approach to AML 
compliance, and parallel the conscious disregard and willful blindness exhibited by USB in the matters of 
this litigation.  USB’s corporate approach to AML compliance was cavalier toward its regulatory and 
lawful responsibilities and purposeful in its method to minimize costs of compliance.  The result of its 

 
1 Refer to Comptroller of the Currency Consent Order #2015-113 dated 10/23/2015. 
2 Refer to Exhibit B, Count One of the Deferred Prosecution Agreement, dated February 12, 2018, between US 
Bank, N.A. and the US Department of Justice.  
3 Refer to Exhibit B, Count Two of the Deferred Prosecution Agreement, dated February 12, 2018, between US 
Bank, N.A. and the US Department of Justice. 
4 Refer to Exhibit C, ¶8 which establishes the training requirement under the BSA. 
5 Refer to Exhibit C, ¶10 which establishes the requirement to implement an effective CDD Program under the BSA.  
6 Refer to Exhibit C, ¶11 which establishes suspicious activity reporting requirements under the BSA. 
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corporate malfeasance was to allow an organized, ongoing fraud to be perpetrated against DenSco and 
its investors in spite of the evidence in US Bank’s possession that a fraud was occurring. 

The testimony of Wayne Thompson illustrates this corporate approach at “ground level.” 

2.0  USB’s Lack of Investment in Adequate Training Was Apparent in the Testimony of Wayne 
Thompson 

As noted in my original report,  there is no evidence that the primary bank account7 employed by 
Menaged to perpetrate his fraud on DenSco was ever utilized for legitimate business purposes.  The 
account was opened in mid-December 2012, and branch personnel noted and reported suspicious 
activity in the first transaction involving a $400,000 incoming wire.  The referral was assigned to AML 
analyst Wayne Thompson, who reviewed all account transactions from 12/12/20128 through 
01/22/2013.  There was scant evidence that the incoming funds were used for the intended purpose.    
The inability of Thompson to recognize the “red flags” contained in his transactional review appears to 
be related to a lack of specific training, as noted in his direct testimony: 

· Thompson describes his initial training on operational procedures as “how to move alerts 
through the system,”9 but little if any training relating to either the identification of suspicious 
activity or procedures to perform an investigation of suspicious activity.10 

· Exhibit No. 4 of Thompson’s deposition is the “Operating Procedures Manual” for “Accessing 
and Completing an AML/BSA IRF.”11  The document is dated “07/2013” and notes that the AML 
investigation function (Thompson’s department) has specific responsibilities concerning the 
processing of these forms.  Thompson claims no knowledge12 of this operating procedure until 
his review of this document in preparation for his March 25, 2022 deposition. 

· Exhibit No. 5 of Thompson’s deposition is the “Operating Procedures Manual” for “Examples of 
When to Report Suspicious AML/BSA Activity.”  The document is dated “07/2013” and although 
heavily redacted, notes that one such example of reportable AML/BSA Activity relates to 
“…transactions (that) have no apparent lawful or business purpose or are out of the ordinary 
for the customer.  After examining the facts, there is no reasonable explanation for the 
transaction.  The account(s) shows evidence of a pattern of suspicious activity.”  Again, 
Thompson admits that the only time he saw this document was in preparing for his March 25, 
2022 deposition. 

· Exhibit 6 of Thompson’s deposition is a “Corporate Compliance Course Storyboard” which 
incorporates two dates.  There appears to be a “last” review date of 3/25/2014, but a prior 
version date of  “02.06.13”.  This document was noted as an online compliance training tool to 
detect, prevent, and report anti-money laundering and suspicious activity.  Again, Thompson 

 
7 Identified as the -4457 account in my report. 
8 The date range noted on the AML log was actually 12/21/2012 but appears to be an error in which the date was 
transposed from 12/12/2012 to 12/21/2012.  Thompson’s review included account transactions commencing 
12/12/2012. 
9 Deposition of Wayne Thompson dated March 25, 2022, pg. 32, line 18. 
10 Deposition of Wayne Thompson dated March 25, 2022, pg. 34, lines 1-15. 
11 An IRF is an internal document identified in USB’s Operating Procedures Manual (USB_DENSCO001084) which is 
used to report suspicious AML/BSA activity. 
12 Deposition of Wayne Thompson dated March 25, 2022, pg. 42, lines 24-25 and pg. 43, lines 1-4. 
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testified that the first time he saw this training document was in preparation for his March 25, 
2022 deposition.  Notably, when asked if he had ever been provided similar training, his answer 
was, surprisingly, “I can’t remember a specific training titled this.”13  This storyboard training 
course includes training on money laundering, terrorist financing and fraudulent activity, all of 
which are elements of illegal activity noted in the BSA.   

A disturbing fact of Thompson’s deposition is his consistent inability to recall specific training activities 
during a period spanning from January 2008 through December 2013, the period that coincides with the 
DenSco fraud.  He had not been trained on Operating Procedures Manuals including the processing 
procedures for Internal Referral Forms generated by other bank units involving suspicious activity.  He 
could not recall having taken any specific training courses to prepare him for his position as an AML 
investigator.14  His answers were vague regarding his role and responsibilities investigating suspicious 
activity and potential fraud, preferring to define his role in more linear terms involving money 
laundering.   
 
His testimony, in which he described his role as primarily involving only “money laundering” 
investigations, is particularly troubling.  As an AML investigator in early 2013,15 Thompson noted his role 
as being responsible for investigating possible money laundering,16 essentially to the exclusion of 
investigating other types of financial crimes.17  However, anti-money laundering regulations, including 
the Bank Secrecy Act and USA Patriot Act impose a more expansive responsibility on banks to identify 
and report “suspicious activity” which, in the context of these regulations, includes money laundering, 
terrorist financing, tax evasion, and any forms of financial fraud.  In fact, USB’s internal documents18 
recognize this broader responsibility. 
 
Thompson’s testimony is troubling on several levels.  First, he admits to a lack of understanding of 
foundational concepts of AML compliance.  He admits to only a passing understanding of “Know Your 
Customer” (KYC) requirements,19 USB’s Customer Due Diligence20 process, or Enhanced Due Diligence21 
process.  Second, his testimony exhibits a truncated understanding of AML program responsibilities 
which is to identify and report suspicious activity, including, but not limited to, money laundering. 
 
During the 2012/2013 timeframe, USB had separated the investigation of “money laundering” from that 
of “financial fraud.”22  But putting aside USB’s organizational structure, in practice, its AML compliance 
program was responsible for detecting suspicious activities associated with money laundering, tax 
evasion, fraud, and terrorist financing, and reporting such suspicious activity to the appropriate 

 
13 Deposition of Wayne Thompson dated March 25, 2022, pg. 50, lines 9-14. 
14 Deposition of Wayne Thompson dated March 25, 2022, pg. 21, lines 16-19. 
15 Deposition of Wayne Thompson dated March 25, 2022, pg. 117, lines 9-16. 
16 During the course of Thompson’s deposition, he repeatedly emphasized that his primary role was to investigate 
potential money laundering.  See pg. 48, lines 18-19, pg. 106, lines 20-23. 
17 Deposition of Wayne Thompson dated March 25, 2022, pg. 116, lines 14-17. 
18 See Exhibit No. 3, 5, 6  to Thompson’s deposition. 
19 Deposition of Wayne Thompson dated March 25, 2022, pg. 51, lines 19-23. 
20 Deposition of Wayne Thompson dated March 25, 2022, pg. 58, lines 6-9. 
21 Deposition of Wayne Thompson dated March 25, 2022, pg. 59, lines 6-9. 
22 Deposition of Wayne Thompson dated March 25, 2022, pg. 116, lines 14-24. 
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authorities.  Although requested, there has been no evidence produced by USB to indicate that the 
suspicious activity that was so prevalent in the -4457 account during the period reviewed by Thompson 
was ever referred to the Fraud department for further investigation.  Based on Thompson’s deposition 
testimony, it appears that his review was limited to “money laundering” activity, and any investigation 
of the suspicious transactions so prevalent in that account was disregarded. 
 
Thompson’s testimony points to a distinct lack of proper and adequate training which directly impacted 
his ability to perform his AML investigative duties in a professional manner.  Furthermore, his testimony 
provides direct evidence to support the claim in the DPA that USB’s intentional under-investment in its 
AML Program resulted in inadequate training of personnel and was a contributing factor leading to the 
ineffectiveness of USB’s Anti-Money Laundering Program. 

3.0  An Ineffective Customer Due Diligence (CDD) Program Prevented USB from Identifying Suspicious 
Activity 

Despite the regulatory requirements of the BSA to identify and report transactions that appear to have 
no business or apparent lawful purpose, are inconsistent with transactions in which the particular 
customer would normally be expected to engage, and/or the institution knows of no reasonable 
explanation for the transaction after examining the available facts, USB consistently failed to monitor, 
identify, and report suspicious activity.  The DPA cited numerous examples of regulatory violations 
based on weaknesses in USB’s ability to monitor customer transactions.   

The OCC Consent Order more directly criticized USB’s failure to establish an adequate AML Program23 
due, in part, to “systemic deficiencies in its customer due diligence processes.”24  Included in the 
remedial actions imposed by the Consent Order on USB was the requirement to establish and 
implement a functioning customer due diligence process which allowed USB to develop an 
understanding of normal and expected activity for the customer’s business operations, including but not 
limited to the nature of the business, a transaction activity profile, and other elements which would 
allow USB to identify and report unusual activity against this behavioral baseline.  An effective CDD 
program was the primary mechanism to monitor, identify and report suspicious activity in customer 
accounts. 

Thompson’s deposition answers covering customer due diligence, the identification of suspicious 
transactions which are inconsistent with the nature of the business, or transactions for which there 
appears to be no lawful purpose, were surprisingly shallow.  When asked if, in his position as an AML 
investigator, he would look at transactions to determine if they had a lawful or business purpose, his 
answer was inconclusive.25  Curiously, he described such investigation as “part of the process” but that 
his main goal was identifying patterns of unusual activity that reflect money laundering.  He fails to 
explain how he would recognize such patterns without the assistance of a valid customer due diligence 
transaction baseline.  And his answers were also inconsistent with USB Operating Procedures which 

 
23 See Exhibit C “Overview,” ¶5 of the DPA which cited in the “Statement of Facts” that USB failed to establish, 
implement, and maintain an adequate AML Program from at least 2009 until 2014. 
24 Refer to Consent Order #2015-113, Article I, ¶(3)(a). 
25 Thompson answered “…I’m sure we probably do….”  See Deposition of Wayne Thompson dated March 25, 2022, 
pg. 47, lines 3-14. 
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established the requirement to “be aware of unusual, suspicious, fraudulent or criminal AML/BSA 
activity and report it properly.”26   

Then there is his disconcerting testimony regarding “Know Your Customer.”  As noted in my original 
report, a major component of a BSA program is the development of a satisfactory “Know Your 
Customer” (KYC) program which requires a bank to validate the identity of a customer and be satisfied 
that the source of customer funds and activities are legitimate.  As such, a KYC program is central to a 
functioning AML program.  In his deposition, Thompson was asked if, in his investigations, it was 
important to know who the customer is.  His response was shocking: 

“It is information that we might use during the course of our investigation.”27 

Of course, the correct answer would have been that KYC involves validating the customer’s identity, 
understanding the business operation, and documenting the expected transaction activity of the 
account.  Lacking this material information, it is essentially impossible to assess the nature of transaction 
activity in an account.  Thompson’s cavalier response was shocking, but it deteriorated further when 
asked if he was familiar with the requirements of KYC.  His response was: 

“I am familiar with it, but – but not – it’s not my main responsibility within this role.”28 

This response exposes the apparent blissful ignorance of Thompson in his role as an AML investigator 
and begins to explain how he could have overlooked the obvious fraudulent transactions in the -4457 
account that I discussed in my original report29 which documented (among other suspicious 
transactions) $45 thousand in personal cash withdrawals, $630 thousand in payments to relatives, 
$17 thousand in payments to a Las Vegas casino, and $82.5 thousand in payments to a classic car 
auction house.  Of course, none of these payments were related to the operations of the business, but 
according to Thompson, this activity, and his assessment of its propriety,  was outside the scope of his 
responsibility.  

Thompson’s testimony becomes even more incredulous when asked if, when performing a specific 
investigation, he gathers information on who the customer is and what the customer does.  His 
response strains the boundaries of reality: 

“We do if it’s needed, yes.”30 

This response is reflective of an untrained employee who does not understand his professional 
responsibilities. 

  

 
26 Exhibit No. 3 of Thompson Deposition dated March 25, 2022. 
27 Deposition of Wayne Thompson dated March 25, 2022, pg. 51, lines 19-23. 
28 Deposition of Wayne Thompson dated March 25, 2022, pg. 52, lines 2-3. 
29 Refer to Chart 10 in my original expert report. 
30 Deposition of Wayne Thompson dated March 25, 2022, pg. 52, line 8. 
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4.0  Summary of Wayne Thompson Deposition 

In summary, Wayne Thompson, an experienced AML investigator at USB, testified that: 

· During his employment at USB, he had only a vague recollection of his training courses and 
could not recall completing any specific training courses related to his position responsibilities. 

· Operating policies of USB noted that employees must be aware of unusual, suspicious, or 
fraudulent AML activity.  Thompson admitted to not being aware of such specific Operating 
Policies applicable to his position.  

· He could not recall ever receiving training relating to the identification of financial fraud.  
· He described the KYC requirements of anti-money laundering regulations as “…not my main 

responsibility within this role.” 
· He admitted to a lack of understanding of the terms “customer due diligence” and “enhanced 

due diligence” and the role these terms played in AML investigations. 

5.0  Other Outstanding Discovery Issue 

Recently, it has been discovered that there were a significant number of monetary instruments that 
appear to have been issued to Menaged which are not reflected in the bank account summaries issued 
by USB.  These instruments were found on a DenSco personal computer, but there is no record of these 
instruments in the monthly account records of USB.  Plaintiff has noted these items as “orphan checks” 
to indicate the lack of bank records.  If these instruments were issued by USB in the ordinary course of 
business, and Menaged was allowed to photograph these checks in plain sight of bank personnel, only 
to immediately return the instruments to bank personnel, this would raise serious concerns about USB’s 
knowledge and complicity in the fraud.  Plaintiff has initiated an additional discovery request regarding 
these items, and I reserve the right to supplement my Expert Report based on subsequent discovery. 

6.0  Summary of Opinions 

· As noted in both the OCC Consent Agreement and the Department of Justice Deferred 
Prosecution Agreement, USB willfully failed to maintain an adequate anti-money laundering 
program, in violation of federal law.  The lack of an adequate AML program resulted in 
significant violations of the reporting requirements of these laws.  These violations were the 
result of a corporate approach to AML compliance driven by a conscious plan to minimize the 
cost of compliance.  This cost minimization approach resulted in systemic weaknesses in its AML 
program, including inadequate staffing and insufficient training of bank personnel.  USB’s 
intentional cost-based approach to AML compliance created inadequately-trained personnel 
incapable of executing an effective AML program.  The testimony of Wayne Thompson is one 
such glaring example of the systemic weaknesses resulting from this intentional cost-minimizing 
approach. 
 

· The lack of a functioning CDD process, a major criticism of the OCC, resulted in the failure of 
USB’s AML compliance department to identify and report obvious suspicious activity.  This 
weakness was created by USB’s intentional approach to minimize the cost of compliance and 
resulted in consistent and serious AML reporting violations.  The ineffectiveness of Thompson’s 
review in identifying and reporting the serious criminal activity in the -4457 account validated 



the conclusions of the OCC Consent Agreement, and the charges and penalties of the Deferred 
Prosecution Agreement. 

• USB's deliberate corporate approach to minimize the cost of compliance directly resulted in an 
ineffective AML program which allowed the DenSco fraud to flourish. 

I reserve the right to alter, change, modify, and/or supplement the contents of this Supplemental Report 
based on subsequent discovery. 

9]Page 
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Section 1.  Introduction 

On January 10, 2022, the author submitted an expert report on the titled matter.  At that time, 
JP Morgan Chase Bank, NA (JPM) had disclosed an internal report from Samantha Nelson to corporate 
compliance with unusual activity concerns, and a brief reputation investigation of negative media by 
Alexander Gil.   

Subsequently, there was additional disclosure submitted by defendant JP Morgan Chase Bank, NA (JPM) 
relating to several internal investigations involving the -1151 Menaged bank account held at JPM.  Why 
the disclosures were not made earlier in the case is unknown.  This Supplemental Report is submitted to 
provide additional opinions based on the new disclosures. These disclosures identified multiple internal 
investigations, including: 

· Case #5682558 which was initiated by a Teller Express referral on April 10, 2014 by Sam Nelson, 
a branch employee who serviced the Menaged relationship, including the -1151 account.  This 
referral was “flagged” based on “Other Money Laundering Concerns.”1  This was further 
described as consisting of wires received and immediately wired back out and cashier’s checks 
issued, cancelled, and redeposited. 

· Case #5959578 which was initiated on July 14, 2014 and appears to have been triggered by a 
“Pattern of Sequentially Numbered Checks, Monetary Instruments.”2 

· Case #6291750 which was initiated on October 20, 2014 and appears to have been triggered by 
a “Pattern of Sequentially Numbered Checks, Monetary Instruments.”3 

· Case #6612803 which was initiated on February 10, 2015 and appears to have been triggered 
by a “Pattern of Funds Transfers Between Customers and External Entities.”4 

· Furthermore, there were multiple cross-references to “linked” cases, including #5763950, 
#6023646, #5971147, #6033425. 

A comprehensive review of each of the four primary cases is provided herein. 

As stated in my prior report, discovery is on-going.  I reserve the right to alter, change, modify, and/or 
supplement the contents of this Supplemental Report based on new disclosures. 

 

  

 
1 As stated in the JPM log file (JPMC_00006344) 
2 JPMC_0006353 
3 JPMC_0006358 
4 JPMC_0006363 
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Section 2.  Investigation of the -1151 Account 

2.1 Case #5682558 

The May 12, 2014 Investigation by Sharon Khoo 

This case was initiated by branch personnel within two days of the -1151 account opening.  Sam Nelson, 
a branch employee, initiated this case through the Teller Express network5 based on what she described 
as unusual wire activity involving large incoming wire transactions followed by large, same day, wires 
out.  The case was initially assigned to Alexander Gil on May 8, 2014, who then referred it for further 
investigation on May 12, 2014 to Sharon Khoo.  Khoo reviewed all credit and debit transactions in the 
account from opening (April 8, 2014) through May 7, 2014, with credit and debit amounts during this 
period of $23,520,817.85 and $23,409,939.25, respectively. 

This report was reviewed in my initial Expert Report, but the information provided from JPM at that 
time indicated that the review consisted primarily of an online reputational investigation using 
DirtSearch6 and Google.  Now, with the additional disclosure, JPM did a larger investigation than a 
reputational search. 

Khoo concluded in her notes that “further investigation [was] needed.”  Khoo stated “large inbound 
and outbound wire transfers . . . seem unusual for this newly opened business in the real estate 
industry.  Large cashier’s check deposits and cashier check purchases are inconsistent with this 
business profile.  The activity and rapid movement of funds is unusual for this typical business 
customer and therefore warrants further review.”  Despite her conclusion, no further review appears to 
have been done at that time.  It was not picked up again until an investigation two months later by 
Brandon Stone. 

Deposit Transaction Anomalies Ignored by Khoo 

Khoo summarized the source of incoming credit (deposit) transactions as incoming wires from “business 
entities such as DenSco Investment Corporation, Ariana Homes LLC, and Easy Investments LLC.”  She 
also stated that a “Secondary source of funds consisted of 84 cashier’s check deposits totaling 
$9,234,421.37 payable to business entities such as AZBEN Limited, Quality Home Loans, TD Service 
Company, Christian Harper ESQ, David W Cowles Trustee.” 7 Her use of the term “secondary source of 
funds” is confusing since she describes the deposit transactions as “payable to business entities” which 
would denote a DEBIT (i.e., a “use” of funds) to the account as opposed to a CREDIT (i.e., a “source” of 
funds).   

In other words, a normal deposit of a cashier’s check would be one made payable to the account holder, 
namely Arizona Home Foreclosures LLC, as opposed to a cashier’s check made payable FROM Arizona 
Home Foreclosures TO a third party.  A payment to a third party is a “debit” to the account.  So, it should 
have been apparent that all such cashier’s checks payable to third-party payees which were redeposited 
back into the -1151 account were “suspicious” in nature, particularly in view of the volume of such 
transactions.  In fact, of the 84 cashier’s checks8 deposited into the -1151 account noted in Khoo’s 

 
5 Teller Express is JPM’s automated deposit platform. 
6 DirtSearch is a free online search tool that collects information from public records and databases. 
7 JPMC_0006345 
8 JPMC_0006345 
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review, 52 (62%) of these deposits were “round tripped” cashier’s checks issued by Arizona Home 
Foreclosures to third-party payees which were not used for the intended purpose (see Exhibit 1).   

In total, these 52 suspicious “round tripped” cashier’s checks, in the aggregate amount of $8,550,319 
comprised 92.6% of the “secondary source” of deposits described by Khoo.  In her analysis of these 
“secondary source” deposits, she makes no comment on their unusual nature.  Furthermore, Khoo 
appears to consciously ignore or be willfully blind to the fact that each check was redeposited on the 
same day as issued, generally within hours of being issued.  JPM was fully aware of the nature of these 
transactions as Branch personnel prepared the cashier’s checks and added to the back of each check 
that they were not to be used for their intended purpose when they were prepared.  JPM personnel 
were fully aware that the cashier’s checks were issued and then almost immediately re-deposited as not 
used for their intended purposes. 

Withdrawal Transaction Anomalies Ignored by Khoo 

Khoo’s indifference to withdrawal transaction anomalies was no less obvious.  During the period under 
review, she notes total debits of $23,409,939, consisting of 46 cashier’s check purchases9 which totaled 
$12,534,664, and outbound wires in the amount of $9,840,867.  It appears that Khoo reviewed a sample 
of seven cashier’s checks, consisting of the following:  

 

Curiously, her sampling of seven cashier’s checks included six that were actual, legitimate transactions 
involving property purchases by Arizona Home Foreclosures.  What is curious about this sampling is that 
during the period under review, there were approximately 78 cashier’s check debits (Exhibit 2).  Of this 
total, 25 were debits to support legitimate transactions (i.e., 32% of all cashier’s check debits were for 
legitimate transactions, and 68% of cashier’s checks issued were fraudulent).  Under normal statistical 
circumstances, one would expect a random sample to consist of a 32/68 mix of legitimate to fraudulent 
transactions.  In Khoo’s sample, 86% (6 of 7) of the transactions selected and reviewed were of 
legitimate transactions, which is inconsistent with the expected result of a random sampling.  In fact, the 
conditional probability of selecting six legitimate transactions out of a transaction population of 78 
(wherein the “legitimate/fraudulent” mix is 32%/68%), is extremely low.  

In summary, the original expert report identified numerous “red flag” transactions that should have 
been noted by Khoo in her May 12, 2014 investigation, including: 

· “Round trip” wire activity. 
· Suspicious account transfer activity. 
· Suspicious gambling transactions. 

 
9 This number is incorrect, and there is no explanation in Khoo’s report that addresses the error.  See Exhibit 1 that 
details at least 52 cashier’s checks issued from the account during the period of Khoo’s review. 

Date Remitter Payee Check Number Amount Disposition
4/14/2014 Arizona Home Foreclosures Trustee Corps 9013620555 103,010$       Purchased property
4/14/2014 Arizona Home Foreclosures David Cowles, Trustee 9013620556 143,009$       Purchased property
4/14/2014 Arizona Home Foreclosures Trustee Corps 9013620557 130,010$       Purchased property
4/23/2014 Arizona Home Foreclosures David Cowles, Trustee 9018119965 182,109$       Purchased property
4/23/2014 Arizona Home Foreclosures Trustee Corps 9018119967 171,211$       Purchased property
4/23/2014 Arizona Home Foreclosures Trustee Corps 9018119966 135,810$       Purchased property
4/28/2014 Arizona Home Foreclosures Western Progressive 9018120016 95,609$          Returned and redeposited
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· Lack of deposits resulting from the sale of properties, which sale activity was consistent with 
JPM’s understanding of the business model. 

Based on supplemental disclosure by JPM, it is now apparent that the May 12, 2014 investigation also: 

· Noted the unusual nature of a “secondary source” of deposit activity, namely the redeposit of 
dozens of cancelled cashier’s checks, but makes no attempt to explain this unusual activity. 

· Developed a sample of debit transactions that was highly anomalous to the actual population of 
debit transactions under review. 

· Identified that the account activity, namely the “large inbound and outbound wires seem 
unusual for this newly opened business.” 

This investigation resulted in no further action, and the account was allowed to remain open in spite of 
the suspicious nature of the transactions.  In her concluding remarks, Khoo recommends that the 
account “warrants further investigation.” 10   

The July 30, 2014 Investigations by Brandon Stone 

The account activity continued to result  in “manual alerts – branch referral” and linking of cases.  This 
lead to a review on July 30, 2014 by Brandon Stone, referencing the original referral on April 9, 2014.  
Similar to the May 12, 2014 review by Khoo, he performed a reputational search on both DirtSearch and 
Google and came to the same conclusion as Khoo who found no negative reputational references. 

Then, he performed a transactional review that encompassed the period from April 8, 2014 (the date of 
account opening) through July 28, 2014, noting 124 inbound wire transactions in a total amount of 
$60,472,875.79.  Bank records for that period indicate that $59,595,242 of the total wire volume was 
sourced from DenSco.  Stone sampled five of these wire transactions,11 each of which was identified as a 
wire from DenSco for the purchase of properties.  These wires, as he noted in his investigation, 
referenced specific property addresses which identified the intended use of these funds.  For example, 
on April 23, 2014, the -1151 account received a wire from DenSco in the amount of $992,201.00, with 
the instructions that noted these funds were intended to purchase the following property addresses 
(Chart 1): 

Chart 1 

 

 
10 JPMC_0006347 
11 JPMC_0006349 

Date Account Credit Description
4/23/2014 992,201.00$      DenSco Wire In 

     -23208 W. Hopi
     -26772 N 176th Ln
     -2022 E Valencia Dr
     -350 E Jacaranda
     -3851 E Harmony
     -5280 S 16th Dr
     -5888 S 235th Ln

992,201.00$      
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In actual practice, several of the properties were, in fact, purchased from this funding, but more than 
$430 thousand was redirected for uses unrelated to the purchase of properties noted in the incoming 
DenSco wire (Chart 2): 

Chart 2 

 

By “round tripping” four of the cashier’s checks intended for use in purchasing four properties, 
$478 thousand was “recycled” back to DenSco purportedly as repayment of prior loans, a classic Ponzi 
scheme mechanism.  $32 thousand was transferred to related Menaged business, $10 thousand was 
paid to an unrelated third party, and $20 thousand was used for new bid checks for subsequent trustee 
sales.  None of these expenditures could be considered to be used as intended. 

And this practice was not unique to a single date examined by Stone in his July 30th investigation.  
Consider his review of an incoming DenSco wire on May 8, 2014 (Chart 3): 

Chart 3

 

Sources and Uses of DenSco Wire dated 4/23/2014

Date Account Credit Description Account Debit Description 
4/23/2014 992,201.00$      DenSco Wire In 

     -23208 W. Hopi 171,211.00$       Property purchased
     -26772 N 176th Ln 135,810.00$       Property purchased
     -2022 E Valencia Dr 182,109.00$       Property purchased

93,800.00$             -350 E Jacaranda 93,800.00$          Redeposited
128,809.00$           -3851 E Harmony 128,809.00$       Redeposited

84,300.00$             -5280 S 16th Dr 84,300.00$          Redeposited
126,210.00$           -5888 S 235th Ln 126,210.00$       Redeposited

290,913.13$       Wire to DenSco
187,420.30$       Wire to DenSco

32,000.00$          Transfer to Furniture King
10,632.00$          Transfer to KEG Inspections
10,000.00$          Bid Check
10,000.00$          Bid Check

1,425,320.00$  1,463,214.43$    

Sources and Uses of DenSco Wire dated 05/08/2014

Date Account Credit Description Account Debit Description 
5/8/2014 1,044,200.00$  DenSco Wire In 

137,554.00$           -20705 N 98th Ave 137,554.00$       Redeposited
339,410.00$           -1662 E Saltsage 339,410.00$       Redeposited

     -17034 W Cocopah 108,109.00$       Property purchased
205,110.00$           -3928 S Holyhock 205,110.00$       Redeposited

     -12758 W Virginia Ave 193,000.00$       Property purchased
398,737.90$       Wire to DenSco
100,000.00$       Cosmopolitan Casino

53,463.00$          Transfer to KEG Inspections

1,726,274.00$  1,535,383.90$    
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On this date, the -1151 account received an incoming wire from DenSco in the amount of $1,044,200 to 
purchase five properties as noted on the incoming wire receipt.  Five separate cashier’s checks were 
issued by JPM, three of which were immediately redeposited.  Concurrently, JPM processed three debit 
transactions:  

· A debit transaction consisting of a wire back to DenSco in the amount of $398,737.90, 
purportedly as a repayment of a prior loan. 

· A wire transaction of $100,000 payable to the Cosmopolitan Casino in Las Vegas, Nevada. 
· Check #143 in the amount of $53,463 payable to Keg Inspections. 

These debit transactions, which totaled $552,200.09, were inconsistent with the intended use of the 
DenSco funds.  Again, the “round-tripping” of funds from the earlier DenSco wire back to DenSco as a 
purported repayment of a prior loan was a classic Ponzi scheme transaction. 

Stone also reviewed a $997,500 incoming wire from DenSco, and related debit transactions, on July 23, 
2014 and found nothing unusual.  The transactions on this date are particularly egregious.  The 
transactions on this date included three purported loan repayments to DenSco in an aggregate amount 
of $706,885.45, two debits in the total amount of $30,900 payable to casinos, $30,000 transferred to 
Menaged’s personal bank account, a $10,000 payment to Menaged’s personal American Express credit 
card, and $16,358.30 payable to Phoenix Newspapers for advertising expense incurred by another 
business owned by Menaged, but unrelated to the business activities of Arizona Home Foreclosures.  
The $706 thousand of purported loan repayments to DenSco were classic Ponzi scheme transactions, 
and the balance of payments noted, in the amount of $87,258.30 were unrelated to the intended 
purpose of the DenSco wire that day (Chart 4): 

Chart 4 

 

Sources and Uses of DenSco Wire dated 07/23/2014

Date Account Credit Description Account Debit Description 
7/23/2014 997,500.00$      DenSco Wire In 

     -21885 S 215th Way 190,513.00$       Property purchased
367,610.00$           -15820 N Eagles 367,610.00$       Redeposited
124,813.00$           -16077 W Pima 124,813.00$       Redeposited
141,809.00$           -10544 W Mohave 141,809.00$       Redeposited
122,809.00$           -4101 W Redfield 122,809.00$       Redeposited

386,295.20$       Wire to DenSco
135,585.55$       Wire to DenSco
185,004.70$       Wire to DenSco

20,600.00$          Casino Arizona
10,300.00$          Casino Arizona
16,358.30$          Phoenix Newspapers 
10,000.00$          American Express
10,000.00$          Bid Check
30,000.00$          Transfer to personal account -8371
29,986.41$          Unidentified property purchase

1,754,541.00$  1,781,684.16$    
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Every date reviewed by Stone exhibited the same pattern of fraudulent transactions, all of which were 
characterized by the following pattern: 

· Initiate a request for funding from DenSco based on a combination of both legitimate and 
fraudulent real estate purchase transactions. 

· Work with JPM branch personnel to issue cashier’s checks for both the legitimate and 
fraudulent transactions. 

· Upon receipt of the incoming DenSco wire, immediately wire monies back to DenSco in amounts 
ranging from 50% to 70% of the earlier wire, purportedly to repay prior advances. 

· Immediately cancel and redeposit multiple cashier’s checks issued earlier in the day, and then 
initiate payment of unrelated personal living expenses, gambling expenses, and unrelated 
business expenses with the remaining cash proceeds. 

In addition, Stone noted that there were 12412 check deposits in the total amount of $49,931,630.21 in 
that same period.  Stone sampled four of these transactions, all of the sampled transactions were 
deposits of cancelled cashier’s checks which he noted had not been used for the intended purpose.  
Notably, for the period of his review, there were 254 cashier’s checks issued and redeposited in a total 
amount of more than $47.7 million.  Stone appears to consciously disregard or be willfully blind to the 
fact that each check was redeposited on the same day as issued, generally within hours of being issued.  
As noted above, JPM branch personnel had full knowledge that the cashier’s checks were not to be used 
for their intended purposes at the time of issuance and were immediately re-deposited. 

In addition, during the period of review, there were 18 debit transactions involving gambling casinos, in 
an aggregate amount of $808 thousand.  Stone found no cause to question these transactions, and 
instead noted that all transactions were “transparent and appear to be for typical business activity.”   
He makes no effort to explain the “business” nature of the gambling withdrawals.  As noted in my 
January 10, 2022 report, Branch personnel had full knowledge of gambling withdrawals. 

Stone failed to address the concerns reported by branch personnel on May 12, 2014.  Namely, this 
investigation was triggered by a branch referral based on suspicious transactions involving the account 
receiving large wires which were immediately wired back out the same day.  As noted above, much of 
the cash proceeds from incoming DenSco wires  were immediately wired back to DenSco.  Such rapid 
movement “in and out” of an account is a classic characteristic of a Ponzi scheme, and was immediately 
noted by branch personnel on May 10, 2014, just two days after the -1151 account was opened.  
Incredulously, the compliance investigators willfully disregarded the suspicious nature of these 
transactions, and in fact never really directly addressed them in their investigations. 

Stone concluded his investigations by stating that “the activity appears normal and expected for this 
type of business” and recommended that the account remain open based on the business owner 
“hav(ing) been a customer since 09/07/2011.”  This conclusion simply cannot be drawn from the 
transaction activity he reviewed. 

 
12 The difference between Stone’s count of 124 check deposits and the author’s count of 254 cashier’s checks 
issued and redeposited appears to be the convention of the bank to aggregate multiple cashier’s checks into a 
single deposit transaction. 



 

Page | 10 
 

Similar to the Khoo investigation, in addition to the “red flags” noted in this author’s initial report, 
Stone’s investigative efforts consciously disregarded or willfully ignored: 

· The preponderance of incoming wire transactions originated from DenSco and were intended to 
be used to purchase specific properties.  There is little evidence that the funds were used for the 
intended purpose. 

· The suspicious redeposit activity of hundreds of cashier’s checks for which he provided no 
reasonable explanation. 

· The unexplained use of funds used for purposes unrelated to the purchase of properties, 
including payments to gambling casinos which were contained in 18 separate transactions noted 
during the period of his review. 

In both the Khoo and Stone investigations, it appears that both investigators consciously disregarded or 
willfully ignored significant, repetitive, and transparent activities that were, at the same time, both 
suspicious and inconsistent with the nature of the business.  The recommendations allowing the account 
to remain open appear to be based on the client’s tenure with the bank13 and belief that Menaged was a 
high value “Private Client” relationship.14 

2.2 Case #5959578 

Contemporaneous with the Brandon Stone investigation dated July 30, 2014, there was another 
investigation15 dated July 14, 2014 which identified suspicious activity involving sequentially numbered 
checks (cashier’s checks).  On that date, a “Disposition Template”16 was prepared which appears to 
summarize the nature of the suspicious activity as involving inbound wire activity, outbound wire 
activity, the issuance of cashier’s checks, and the redeposit of cancelled cashier’s checks.  All of the 
noted activity is potentially indicative of suspicious activity relating to a Ponzi scheme.17  Subsequently, 
it appears that two additional automated alerts were recorded relating, again, to patterns of 
sequentially numbered checks, and were linked to separate Case Numbers.18  Accordingly, there were 
sufficient “red flags” to warrant further investigation. 

It appears that this investigation was assigned to Andrea Johnson on July 29, 2014.19  In her review, she 
lists four prior alerts on the -1151 account, all in the April through June 2014 timeframe.  Each of these 
four alerts had been investigated and by July 14, 2014 appear to have been “closed.”  This new case 
involved suspicious patterns of sequentially numbered checks and monetary instruments and covered a 
review of transactions dating from May 4, 2014 through July 29, 2014. 

In her report, she notes that the sources of funds for the -1151 account were cashier’s checks from 
insurance companies, wire transfers from DenSco, and wire transfers from Magnus Title.  This 

 
13 JPMC_0006352 
14 JPMC_0006355 
15 JPMC_0006353 
16 See JPMC_0006353 for the question template. 
17 A Ponzi scheme is a form of fraud in which belief in the success of a nonexistent enterprise is fostered by the 
payment of quick returns to the first investors from money invested by later investors.  In this instance, the rapid 
flow of wires “in” and wires “out” were indicative of such a scheme. 
18 This activity was linked to Case No. #6023646 and #5971147.  See JPMC_0006353 and JPMC_0006354. 
19 JPMC_0006354 
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description of deposit sources is both inaccurate and misleading.  In fact, the actual deposits during the 
May 4 through July 29, 2014 timeframe were from these sources (Chart 5): 

Chart 5  

 

Contrary to Johnson’s claim, there were no insurance company deposits and an insignificant number of 
deposits from Magnus Title.  Even a cursory review would have noted that, overwhelmingly, the source 
of deposits was derived from incoming DenSco wires and the redeposit of cancelled cashier’s checks.  
Strangely, she fails to investigate the unusual nature  of the redeposit of 253 cancelled cashier’s checks 
during the period of her review, which was an instigating factor creating the suspicious activity alert.  
She also noted several other items of significance.  In reviewing the “use of funds,” she stated that “the 
main use of funds from the account are wire transfers DenSco Investment Corporation and Magnus 
Title Agency of Arizona, purchase of sequential cashier’s checks, miscellaneous transfers, credit card 
payments and debit card transactions (sic).”  This observation was only partially truthful (Chart 6): 

Chart 6   

 

The actual use of funds was overwhelmingly related to the Ponzi-like round-tripping of cash sourced 
from DenSco that was immediately returned to DenSco in the form of purported repayments of prior 
borrowings, as well as the issuance of fraudulent cashier’s checks, purportedly to pay for successful 
trustee sale bids.  A significant amount of the remaining cash was then “repurposed” to support 
Menaged’s lifestyle expenses, including personal credit card payments and a significant amount of cash 

Source of Deposits (May 4 through July 29, 2014

Source
# of Deposit 
Transactions Amount

Insurance Companies 0 -$                         
DenSco Wires 97 60,494,142$          
Magnus Title Wires 24 276,053$                
Cashier's Checks Redeposited 253 48,538,178$          
Miscellaneous Deposits 3,962,024$            
Total Deposits 113,270,397$        

Use of Funds (May 4 through July 29, 2014

Payee Amount
DenSco Repayments 46,461,191$   
Cashier's Checks Issued 49,225,006$   
Magnus Title 984,715$         
American Express Payments 383,453$         
Cash Withdrawals 231,572$         
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withdrawals, which included seven withdrawals from ATM machines located at gambling casinos.20  
These transactions are summarized below (Chart 7): 

Chart 7  

 

What is most apparent is the lack of true commercial transactions relating to the purchase and sale of 
residential real estate, which was known by JPM to be the business purpose of the account.  This 
investigation is curiously silent as to the lack of such activity in its transactional review. 

Furthermore, Johnson catalogued eight apparent filings21 of Cash Transaction Reports (CTR’s) that were 
filed against the -1151  account during the review period.  These withdrawals in a total amount of 
$159,000, while not illegal per se, are highly unusual and would typically be considered another “red 
flag” for the account. 

In summary, the July 29, 2014 investigation: 

· Misrepresented the source of incoming deposits to include deposits from insurance companies 
and Magnus Title when, in fact, these two sources accounted for less than 1% of deposits during 
the review period. 

· Exhibited a willful disregard for the obvious round-tripping nature of wire activity involving 
DenSco. This disregard was apparent due to the lack of investigation into the actual practice of 
Menaged who received incoming wires from DenSco, only to immediately send wires back to 
DenSco in a transparent Ponzi scheme. 

· Made no sincere effort to explain the lack of true commercial transaction activity in the -1151 
account.  Instead, the investigator exhibited a willful blindness to the obvious “recycling” of 
funds through the cancellation and redeposit of fraudulent cashier’s checks and the use of funds 
for activities that were inconsistent with the nature of the business. 

· Instead, the investigator’s conclusion was that “…sources funding the account appear 
legitimate….”  Curiously, there is nothing in these transactions to support this conclusion. 

The investigation resulted in no change to the account status, and the fraud continued. 

 
20 The locations of these ATM machines were specifically identified in JPM’s account records. 
21 JPMC_0006355 

Sources and Uses of Funds (May 4 through July 29, 2014

Entity Source Use
Insurance Companies -$                        -$                         
DenSco Wires 60,494,142$         46,461,191$          
Magnus Title Wires 276,053$               984,715$                
Cashier's Checks Redeposited 48,538,178$         49,225,006$          
American Express Payments 383,453$                
Cash Withdrawals 231,572$                
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2.3 Case #6291750 

On October 10, 2014, a further investigation was opened on the -1151 account, based on a “pattern of 
sequentially numbered checks”  which covered a period from September 3, 2014 through October 17, 
2014.22  It appears that this investigation was assigned to Jonathan Edds, Sr. on December 02, 2014.  As 
with the prior investigations, the investigator reviewed the flow of funds,23 and noted that the primary 
source of funds consisted of wire transfers from DenSco, from which cashier’s checks would be issued to 
bid on properties.  Unlike the prior two investigations, the notes from this file did not identify any actual 
credit or debit transactions, but the investigator did explain that the activity was consistent with the LOB 
(line of business) wherein the business regularly received loans to assist with the purchase of properties.  
The investigator then concludes his explanation by noting that “…then they (Arizona Home 
Foreclosures) sell the properties and payback (sic) initial loans to DenSco Investment Corporation.”24 

Notably, the investigator identified the source of funds as wires from DenSco but was assiduously silent 
in mentioning the lack of any meaningful revenues generated from the sale of properties.  Again, the 
investigator was aware of the business activities of Arizona Home Foreclosures, namely, to acquire 
residential real estate at auction, remodel, and then resell these properties.  However, the investigator 
consciously ignored or was willfully blind to the lack of third-party revenues evident from the sale of 
these properties.  And during the period reviewed (September 22 through October 17, 2014) there were 
total deposits into the -1151 account of $33,770,692.75, sourced as follows (Exhibit 3):   

· $17,176,825.00 of incoming wires from DenSco. 
· $16,479,454.00 of fraudulent cashier’s checks redeposited. 
· $114,413.75 of deposits generated from real estate sale and rental activities. 

Contrary to the conclusion of the investigator, actual revenues generated from the sale of properties 
were approximately 00.03% of all deposits, and his conclusion as to the source of deposits being  

“…normal for the LOB of Arizona Home Foreclosures LLC...” 

is not supported by the transaction activity which was consciously ignored or was willfully blind to the 
transactions within this account.  In reality, there were insignificant third-party deposits resulting from 
the sale of properties.  Rather, 99.97% of the revenues deposited into the -1151 account during the 
period reviewed by the investigator originated from DenSco or resulted from the fraudulent issuance 
and redeposit of cashier’s checks. 

2.4 Case #6612803 

On February 10, 2015, another investigation was initiated based on “patterns of funds transfers 
between customers and external entities” which was explained as an alert prompted by 32 Fed wires, 
113 electronic funds transfers, and 84 cashier’s check transactions in an aggregate amount of 

 
22 JPMC_0006359 
23 The case file denotes two investigation timeframes.  The first timeframe ran from Sept. 22 through Oct. 10, 
2014.  The second timeframe noted in the report ran from Sept. 3 through Oct. 17, 2014.  It is unclear from the file 
notes which time period was actually reviewed by Jonathan Edds, Sr.  However, as an abundance of caution I limit 
my critique of the investigator’s review to the shorter period (Sept 22 through Oct. 10, 2014) which was covered 
under either time period. 
24 JPMC_0006362 
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$79,437,462.95 credited to the -1151 account.  The investigation further stated that all of the noted 
transactions “interacted” with DenSco.  This investigation reviewed transactions (both credit and debit) 
from December 26, 2014 through February 6, 2015.  During this period, the composition of account 
credits from DenSco and third parties is listed below (Chart 8): 

Chart 8 

 

As noted repeatedly, the overwhelming majority of incoming deposits were sourced from DenSco 
(97.8%), with minimal evidence of third-party deposits (2.2%) arising from the sale of properties. 

Consistent with the pattern found in past investigations, the majority of funds from incoming DenSco 
wires were immediately wired back to DenSco on the same day as received, purportedly in payment of 
prior loan advances (Chart 9): 

Chart 9 

 

A typical day in the life of this Ponzi scheme would contain at least one DenSco wire credit followed 
immediately by a series of wire debits back to DenSco.  Consider the wire activity to and from DenSco on 
January 28, 2015 (Chart 10): 

Chart 10 

 

These “wires out” to DenSco would be preceded by a series of fraudulent cashier’s checks that would be 
issued and immediately redeposited.  The purpose of this “round trip” activity, as described in my initial 
report, was to create a “receipt” that could be used by Menaged to forward back to DenSco as “proof” 
that the funds were being used as intended.  To continue the example of January 28, 2015, the following 
transactions summarize the “round-tripping” of cashier’s checks on that date (Chart 11): 

       -1151 Account Credit Transactions 
        (December 26, 2014 through February 6, 2015)

Credits %
DenSco Wires-In 38,821,701.00$     97.8%
Third-Party Deposits 889,920.00$           2.2%
Total Deposits 39,711,621.17$     100.0%

  -1151 Account Credit and Debit Transactions 
          (December 26, 2014 through February 6, 2015)

Credits Debits
DenSco Wires-In 38,821,701.00$ 
Wires Out -- DenSco 37,150,803.00$      

Account Date Credit Debit
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Fedwire Credit Via: Firstbank 107005047 BO: Densco Investment Corp   1,244,800.00$       
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Online Wire Transfer Via: Firstbk 107005047 AC: Densco Investment Corp 149,591.00$         
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Online Wire Transfer Via: Firstbk 107005047 AC: Densco Investment Corp 105,353.00$         
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Online Wire Transfer Via: Firstbk 107005047 AC: Densco Investment Corp 116,693.45$         
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Online Wire Transfer Via: Firstbk 107005047 AC: Densco Investment Corp 186,548.30$         
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Online Wire Transfer Via: Firstbk 107005047 AC: Densco Investment Corp 216,958.00$         
AHF - Chase 1151 01/28/15 DenSco Investment Corp. Online Wire Transfer Via: Firstbk 107005047 AC: Densco Investment Corp  153,884.20$         

1,244,800.00$  929,027.95$     
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Chart 11 

 

Once these transactions were completed, the balance of funds from the DenSco advances were used by 
Menaged for a variety of purposes, all of which were unrelated to the purchase of foreclosed properties.  
Consider the unrelated expenditures surrounding the January 28, 2015 wire from DenSco (Chart 12): 

Chart 12 

 

As noted, the expenditures listed in Chart 12 include advertising expenses and inventory purchases 
related to Menaged’s Furniture King business, personal checks to third parties, a $40,000 payment to his 
personal American Express account, and a $100,000 transfer to his personal checking account.   

As in previous internal investigations, JPM compliance personnel consciously disregarded or turned a 
blind eye to this ongoing fraud, consistently refusing to connect the illicit activities of his criminal 
behavior.  One can only surmise that JPM viewed Menaged as a “high value” customer, as noted in prior 
investigations where his accounts were identified as a “Private Client” relationship.25 

  

 
25 JPMC_0006355 

Account Date Payee Property Address Transaction Type Credit Debit
AHF - Chase 1151 01/28/15 Western Progressive Arizona, Inc. DenSco 10180 N 115th Ln Cashier's  Checks - Issued & Redeposited 104,210$            
AHF - Chase 1151 01/28/15 Western Progressive Arizona, Inc. DenSco 10180 N 115th Ln Cashier's  Checks - Issued & Redeposited 104,210$             
AHF - Chase 1151 01/28/15 Trustee Corps. DenSco 2635 W Surrey Ave Cashier's  Checks - Issued & Redeposited 131,910$            
AHF - Chase 1151 01/28/15 Trustee Corps. DenSco 2635 W Surrey Ave Cashier's  Checks - Issued & Redeposited 131,910$             
AHF - Chase 1151 01/28/15 David W. Cowles, Trustee DenSco 3434 E Pasadena Ave Cashier's  Checks - Issued & Redeposited 348,709$            
AHF - Chase 1151 01/28/15 David W. Cowles, Trustee DenSco 3434 E Pasadena Ave Cashier's  Checks - Issued & Redeposited 348,709$             
AHF - Chase 1151 01/28/15 Old Republic National Title DenSco 8540 E McDowell Rd #81 Cashier's  Checks - Issued & Redeposited 478,810$            
AHF - Chase 1151 01/28/15 Old Republic National Title DenSco 8540 E McDowell Rd #81 Cashier's  Checks - Issued & Redeposited 478,810$             

1,063,639$     1,063,639$      

Account Date Payee Transaction Description Purpose Amount
AHF - Chase 1151 01/28/15 Phoenix Newspapers, Inc.Online Wire Transfer AC: Phoenix Newspapers Inc 

Phoenix AZ 85004
Advertising Expenses 22,382.04$    

AHF - Chase 1151 01/28/15 Carlos Marquez Check Carlos Marquez 6,500.00$      
AHF - Chase 1151 01/28/15 Furniture King, LLC Online transfer to Chk 1381 Transaction 4411086991 Furniture King, LLC - Chase 1381 10,000.00$    
AHF - Chase 1151 01/28/15 Unknown Check Unknown Disbursements </= $1,000 100.00$         
AHF - Chase 1151 01/29/15 Active Funding Group, LLCCheck Active Funding Group, LLC 9,452.77$      
AHF - Chase 1151 01/29/15 Poundex Online Wire Transfer Via: Ew Bk Smrino 322070381 AC: 

Poundex El Monte CA 91731 US Ref: Furniture King 
Furniture Purchases 3,446.00$      

AHF - Chase 1151 01/29/15 Keg Inspections Online Wire Transfer Via: Bank of America, NA 0959 AC: 
Keg Inspections 

Keg Inspections, Inc. 23,170.32$    

AHF - Chase 1151 01/29/15
Lisa N. Post

Online Wire Transfer Via: Bank of America, NA 0959 AC: 
Lisa N Post Wanque NJ 07465 

Lisa N. Post 6,800.00$      

AHF - Chase 1151 01/29/15 Yomtov S. Menaged Online transfer to Chk 8371 Transaction 4413661660 Yomtov S. Menaged - Chase 8371 100,000.00$  
AHF - Chase 1151 01/30/15 American Express American Express ACH Pmt M0580 Web ID: 2005032111 Credit Card Payments 40,000.00$    

221,851.13$  





Exhibit 1 

List of Cancelled and Redeposited Cashier’s Checks in Case #5682558 









 
 

 

 

 

 

 

 

 

 

 

 

Exhibit 2 

 

 

Sampling Anomalies in Case #5682558 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 











Exhibit 3 

Source of Deposits in Case #6291750 
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