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What is a virus?  

A computer virus is a program that spreads by first in-

fecting files or the system areas of a computer or net-

work router's hard drive and then making copies of it-

self. Some viruses are harmless, others may damage da-

ta files, and some may destroy files. Viruses used to be 

spread when people shared floppy disks and other porta-

ble media, now viruses are primarily spread through 

email messages. 

Unlike worms, viruses often require some sort of user 

action (e.g., opening an email attachment or visiting a 

malicious web page) to spread. 

What do viruses do?  

A virus is simply a computer program--it can do anything 

that any other program you run on your computer can do. 

Some viruses are designed to deliberately damage files, 

and others may just spread to other computers.  

What is a worm?  

A worm is a type of virus that can spread without human 

Special Points 

of Interest:   

 Virus Basics 

 Fire Cracker 

Deal! 

  Hot Summer 

Deal! 



interaction. Worms often spread from computer to computer and take up valuable 

memory and network bandwidth, which can cause a computer to stop responding. 

Worms can also allow attackers to gain access to your computer remotely.  

What is a Trojan horse?  

A Trojan horse is a computer program that is hiding a virus or other potentially 

damaging program. A Trojan horse can be a program that purports to do one action 

when, in fact, it is performing a malicious action on your computer. Trojan horses 

can be included in software that you download for free or as attachments in email 

messages.  

Can I get a virus by reading my email messages?  

Most viruses, Trojan horses, and worms are activated when you open an attach-

ment or click a link contained in an email message. If your email client allows 

scripting, then it is possible to get a virus by simply opening a message. It's best to 

limit what HTML is available in your email messages. The safest way to view email 

messages is in plain text.  

How can I avoid a virus infection from email?  

Most users get viruses from opening and running unknown email attachments. Nev-

er open anything that is attached to an email message unless you know the con-

tents of the file. If you receive an attachment from a familiar email address, but 

were not expecting anything, you should contact the sender before opening the at-

tachment. If you receive a message with an attachment and you do not recognize 

the sender, you should delete the message.  

Selecting the option to view your email messages in plain text, not HTML, will also 

help you to avoid a virus.  

What are some tips to avoid viruses and lessen their impact?  

 Install anti-virus software  

 If you are a member of an online community or chat room, be very careful about 

accepting files or clicking links that you find or that people send you within the 

community. 

 Make sure you back up your data (documents, bookmark files, important email 

messages, etc.) on disc so that in the event of a virus infection, you do not lose 

valuable work. 
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 Intel Core i3 3.4GHz Processor 

 8Gb RAM 

 120GB SSD Hard Drive 

 On Board Video 

 DVD+/-RW Drive 

 Integrated 10/100/1000 Ethernet 

 Integrated Sound 

 6-USB Ports 

 Microsoft Antivirus 

 Mouse & Keyboard 

 Microsoft Windows 10 Pro 

 Mouse pad 

One Year Manufacturer's Warranty 

ONLY $769 
*Prices good while supplies last. 



HOT SUMMER 

DEAL! 

Rugged 10" Laptop  

 Intel Atom 1.66GHz Processor 
 2GB RAM 
 150GB SATA Hard Drive 
 Integrated Ethernet and WIFI 
 Webcam 
 10" Display 
 2-in-1 Touch Screen 
 Rugged Case 
 Microsoft Windows 7 Starter 

No Warranty, As Is 

ONLY $69 

*Prices good while supplies last.  

Many more great deals on refurbished/ 

off lease computers and laptops in store! 


