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SABER Security 
 
SABER shares information among applications.  End users get information through SABER by 
using their existing applications.  Thus, end-user access to those applications is the responsibility of 
the application owner.  Information exchanged between those applications and the XchangeCore 
middleware is secured by HTTPS Secure Socket Layer Certificates and is as secure as banking 
transactions. 
 
The XchangeCore Web Services Data Orchestration Used by SABER Has Received Security 
Certifications  
 
XchangeCore software (under the name UICDS) has been thoroughly examined in the Certification 
and Accreditation process by the Department of Homeland Security and has received Authority to 
Operate (ATO) on DHS secure networks.  XchangeCore (under the name Keystone) has passed 
the Department of Defense Information Assurance Certification and Accreditation Process 
(DIACAP) and has an ATO to operate on DOD Dot Mil secure networks. 
 
 


