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Abstract- Centralized solutions for vehicular traffic re-routing 

to alleviate congestion suffer from two intrinsic problems: 

scalability, as the central server has to perform intensive 

computation and communication with the vehicles in real-

time; and privacy, as the drivers have to share their location as 

well as the origins and destinations of their trips with the 

server. This project proposes distributed vehicular re-routing 

system for congestion avoidance. It offloads a large part of the 

rerouting computation at the vehicles, and thus, the re-routing 

process becomes practical in real-time. To take collaborative 

rerouting decisions, the vehicles exchange messages over 

vehicular ad hoc networks. It is a hybrid system because it still 

uses a server and Internet communication to determine an 

accurate global view of the traffic. In addition, it balances the 

user privacy with the re-routing effectiveness.  
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I. INTRODUCTION 

Traffic congestion has changed into a continually developing 

issue the world over. Blockage diminishes ampleness of 

transportation foundation and expands travel time, air 

pollution, and fuel utilize. In 2010, Traffic blockage 

acknowledged urban Americans to travel 4.8 billion hours 

more than should be required and to buy an additional 1.9 

billion gallons of fuel, for a stop up cost of $101 billion. It is 

normal that by 2015, this cost will scale to $133 billion (i.e., 

more than $900 for each expert). The measure of abused fuel 

will hop to 2.5 billion gallons (i.e., enough to all more than 

275,000 gas tanker trucks) [1].  

While blockage is, figuratively speaking, considered as a 

significant city issue, delays are winding up being consistently 

normal in negligible urban areas and some commonplace 

zones also. Starting now and into the foreseeable future, 

finding reasonable reactions for clog adjust at sensible 

expenses is changing into a stringent issue. The considering is 

that all the more convincing vehicle redirecting can be 

proactively given to individual drivers accommodatingly, in 

light of the communitarian information amassed from shrewd 

mobile phones or structures presented in vehicles, to 

encourage the impacts of blockage in the city.  

The advances of the rising distinguishing and get ready pushes 

empowers unavoidable change of the Intelligent 

Transportation System (ITS). ITS arrangements to update the 

voyager encounter by melding advancement and data into the 

present transportation structure. Vehicle re-coordinating 

framework (VRS) progression is a subset of ITS. In the 

previous 30 years, assorted VRS advancements have been 

considered and made the world over using unmistakable 

courses of action to accomplish chop down travel time for 

drivers. At present static passed on street side sensors (e.g., 

acknowledgment circles, camcorders) and vehicles going 

about as versatile sensors (i.e., utilizing implanted vehicular 

frameworks or pushed cells) can collect steady information to 

screen the activity at fine granularity. For instance, the Mobile 

Millennium widen [2] demonstrated that specific a low rate of 

drivers need to offer information to satisfy a right activity see. 

The centralized system gathers reliable development 

information from vehicles and conceivably street side sensors, 

and it completes a couple re-routing methods to delegate 

another course to every re-routed vehicle in light of real travel 

time in the street deal with. Rather than utilizing basic most 

short way figurings (e.g., Dijkstra), the re-guiding strategies 

utilize stack changing heuristics to figure the new course for 

an offered vehicle to relieve the potential blockage and to 

chop down the common travel time for all vehicles.  

This individualized way is pushed to a driver when indications 

of blockage are seen on his stream way. Regardless, paying 

little personality to completing a tremendous decreasing in the 

travel time experienced by drivers, united strategies, for 

example, our own specific experience the malevolent effects 

of two trademark issues. In the first place, the central server 

needs to perform honest to goodness estimation (to re-course 

vehicles to new ways) and correspondence with the vehicles 

(to send the course and to get territory redesigns) incessantly 

continuously. 

This can make centralized system infeasible for boundless 

districts with different vehicles. Second, in a centralized 

framework, the server requires the steady area and moreover 

the starting point and goal of the vehicles to survey the 

activity conditions and give productive individual re-steering 

course.  

This prompts to significant security stresses toward the drivers 

and may keep the appointment of such blueprints in 

perspective of "Big Brother" fears. For whatever time span 

that vehicles‟ takes after are completely unveiled, client's 

character can without a lot of a broaden be comprehended 

paying little personality to the probability that monikers 

utilized [3]. This is an immediate consequence of the way that 

territory can contain individual's character data [4]. Besides, a 

movement of area tests will as time goes on reveal the 

vehicle's personality [5]. In this way, it is significant to make 

the structure work without uncovering the customer's Origin 



IJRECE VOL. 7 ISSUE 1 (JANUARY- MARCH 2019)                 ISSN: 2393-9028 (PRINT) | ISSN: 2348-2281 (ONLINE) 

INTERNATIONAL JOURNAL OF RESEARCH IN ELECTRONICS AND COMPUTER ENGINEERING 

 A UNIT OF I2OR  579 | P a g e  
 

and destination (OD) sets and with inconsequential number of 

area overhauls along a client trip. These basics propose an 

appropriated structure planning.  

In any case, a totally decentralized outline is not sensible for a 

proactive re-routing system. For example, by making 

vehicular specially appointed systems (VANETs), the vehicles 

can trade information using multi-jump correspondence, and 

in this manner can perceive signs of blockage in little 

correspondence while sparing their security. In any case, 

VANETs don't permit vehicles to get an exact worldwide 

activity perspective of the road arrange, achieving incorrectly 

or if nothing else minimum imperfect re-routing. In like 

manner, in a totally circulated plan, as a result of the 

nonattendance of a facilitator, the vehicles can't take 

synchronized exercises meanwhile, which makes it infeasible 

to settle on group arranged decisions persistently. To handle 

each one of these issues, this article proposes DIVERT, a 

dispersed vehicular re-routing system for blockage evading, 

which impacts both cell Internet and VANET correspondence. 

Possess is a crossbreed system since in spite of all that it uses 

a server, reachable over the Internet, to choose an exact 

overall point of view of the movement.  

The consolidated server goes about as a coordinator that 

accumulates zone reports, recognizes movement blockage and 

scatters re-routing notices (i.e. overhauled travel times in the 

road framework) to the vehicles. In any case, the system 

offloads an unlimited part of the rerouting figuring at the 

vehicles and consequently the resteering process gets the 

opportunity to be particularly helpful dynamically. To take 

synergistic re-routing decisions, the vehicles orchestrated in a 

comparable area trade messages over VANETs. Furthermore, 

DIVERT executes a security change tradition to guarantee the 

users‟ assurance, where each vehicle recognizes the road 

thickness locally using VANET and furtively reports data with 

a particular probability just from high activity thickness lanes. 

Right when signs of blockage are perceived, the server sends 

the action framework to the vehicles that sent the latest 

upgrades.  

Thusly, these vehicles scatter the action data got from the 

server in their locale. Customer security is uncommonly 

upgraded since this convention decreases radically the amount 

of vehicle area overhauls to the server and, thusly, the driver 

presentation and distinguishing proof dangers. Also, in this 

half and half plan, the server does not know the OD sets of the 

customers. Along these lines, the standard duty of this article 

is the scattered system for re-coordinating. Involve, has four 

crucial components: (1) a versatile structure building for 

appropriated re-routing, (2) dispersed re-routing estimations 

that use VANETs to vehicle accommodatingly enlist an 

individual alternative route for each vehicle that considers the 

incorporating vehicles‟ future ways. (3) security careful 

rerouting that on a very basic level decreases fragile area data 

presentation of the vehicles, and (4) upgrades to diminish the 

VANET overhead and henceforth improve vehicle-to-vehicle 

correspondence idleness. 

II. RELATED WORK 

This section gives a detailed review about various re-routing 

schemes. Here we reviewed how the congestion problem is 

determined in each scheme. While reviewing a scheme we 

scheduled the algorithms and techniques used in that scheme 

and the merit and demerit of that scheme are also specified. 

The following papers are survived in this section.  

In[1] authors Bjorn Wiedersheim, Zhendong Ma, Frank Kargl 

and Panos Papadimitratos “privacy in Inter-Vehicular 

Networks: Why simple pseudonym change is not enough” has 

proposes the Inter-vehicle communication (IVC) systems 

reveal rich location information about vehicles. High-tech 

sanctuary architectures are aware of the problem and provide 

privacy ornamental mechanisms, conspicuously 

pseudonymous authentication. Vehicles that can communicate 

with each other and road-side units (RSUs) enable a range of 

applications. For example, applications that provide warnings 

on road dangers and traffic jams, or those that offers Comfort 

enhancements (e.g., automated update of point-of interest 

information to car directionfinding systems). Utilizing one 

approach relating to the problem of multi-target tracking, in 

particular Multi-Hypothesis-Tracking (MHT) [20], we find 

that linking between samples under different pseudonyms for 

the same vehicle can be unpredictably successful under 

various system setups. To address this problem, solutions in 

the journalism propose that each vehicle use multiple 

pseudonyms, changing recurrently from one pseudonym to 

another [16]. The attacker could then only record location 

profiles, also denoted in the rest of the paper as tracks, each of 

them consisting of tuples of the form (PSNYMx, ti, li) with 

each PSNYMx representing one of the pseudonyms used by a 

node. The merits are Lower beacon rates and spatial noise of a 

certain level prevent a tracker from connecting anonymous 

position samples to a continuous path. The demerits is would 

provide the majority of transportation safety applications – 

based on vehicular communication – useless, because they 

require accurate situation information.  

In[2] authors Juan (Susan) Pan, Mohammad A. Khan, Iulian 

Sandu Popay, Karine Zeitouniy and Cristian BorceaS 

“Proactive vehicle re-routing strategies for congestion 

avoidance” is to establish three traffic re-routing strategies 

designed to be incorporated in a cost-effective and easily 

deployable vehicular traffic regulation coordination that 

reduces the effect of traffic congestions. In this system, 

vehicles can be viewed as both mobile sensors (i.e., collect 

realtime traffic data) and actuators (i.e., change their path in 

response to newly conventional guidance). Traffic congestion 

causes driver aggravation and expenditure billions of dollars 

per annum in lost time and fuel spending. This system collects 

real-time traffic data from vehicles and road-side sensors and 
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computes proactive, individually-tailored re-routing guidance 

which is pushed to vehicles when signs of clogging are 

observed on their route. While congestion is largely thought of 

as a big city problem, delays are becoming gradually more 

common in small cities and some rural areas as well. Hence, 

finding effective solutions for congestion alleviation at 

practical costs is becoming a inflexible problem. stationary 

distributed road-side sensors (e.g., induction loops, video 

cameras) and vehicles acting as mobile sensors (i.e., using 

implanted vehicular systems or smart phones) can collect real-

time data to monitor the traffic at fine granularity. The merits 

is The EBkSP approach balances best the trade-offs between 

low average travel time and low down overhead along 

numerous parameters. The demerits is V2V communication to 

better balance the need for isolation, scalability, and low 

overhead with the main goal of low average travel time.  

In[3] authors Giovanni Nardini, Antonio Virdis, and Giovanni 

Stea “Simulating cellular communications in vehicular 

networks: making SimuLTE interoperable with Veins” In this 

paper, we describe the process of making SimuLTE and Veins 

interoperable, i.e. using both in the similar simulation 

scenarios with the specific aim of keeping them divide and 

independent. We underline the necessities coming from Veins 

and we list the main modifications toward SimuLTE required 

to satisfy these requirements, in particular detailing how we 

manage dynamic creation and obliteration of LTE-capable 

nodes. The development of cellular technologies toward 5G 

progressively enables efficient and ever-present 

communications in an increasing number of fields. Among 

these, vehicular networks are being considered as one of the 

most hopeful and challenging applications, requiring support 

for communications in high-speed mobility and delay-

constrained information exchange in proximity. We discuss 

the limitations of the previous solution, namely VeinsLTE, 

which integrates all three in a single framework, thus 

preventing independent evolution and upgrades of each 

building block. On one hand, cellular communications allow 

existing vehicular network services to be enhanced and new 

ones to be enabled. On the other hand, recent research projects 

imagine vehicular communications as a capable use case for 

cellular systems, under the name of “connected cars”. The 

merits is the integration of SimuLTE and Veins, with the 

specific goal of preserving them as independent frameworks. 

The Demerits is the requirements coming from Veins to allow 

convention nodes to be managed according to its mobility 

model.  

In[4] authors Rahul N. Vaza, Amit B.Parmar, and Trupti M. 

Kodinariya “Implementing Current Traffic Signal Control 

Scenario in VANET Using Sumo” is proposing One of the 

most interesting features is the opportunity to use a 

spontaneous and reasonably priced wireless ad hoc network 

between vehicles to exchange helpful information such as 

caution the drivers of an accident or a danger. VANET are self 

organizing network. It does not rely on any fixed network 

infrastructure. Even though some fixed nodes act as the 

roadside units to make easy the vehicular networks for 

allocation geographical data or a gateway to internet etc. 

Higher node mobility, speed and rapid pattern movement are 

the main characteristics of VANET. A Vehicular Ad-Hoc 

network (VANET) is a type of Mobile Ad-Hoc (MANET) 

network in which the nodes are guarded to move along the 

street. Vehicles in VANET are furnished with a radio device 

to communicate with each other and also with the road side 

units i.e.in VANET, Infrastructure to Vehicle as well as 

Vehicle to Vehicle communication is done. SUMO is an open 

source traffic simulation package including net bring in and 

demand modeling components. In this paper we are 

representing features of SUMO and algorithm to produce 

current traffic signal control scenario in VANET using 

SUMO. The development of "Simulation of Urban MObility", 

or "SUMO". The merits is the increasing approval and 

politeness in VANETs has impelled canvassers to develop 

precise and realistic simulation tools. The Demerits is 

extended to the green signal pre-emption or adaptive traffic 

control system or any other exclusive application by 

modifying necessary steps in the given algorithm. 

In[5] authors S. Jeevitha and S.Sampath “ Hybrid Data 

Transmission Framework with Prediction based Channel 

Assignment under Cognitive Radio based Vehicular Ad-Hoc 

Network” it has to determine the hybrid data communication 

framework is build to execute the multicast and broadcast data 

transmission tasks. The Secure Hybrid Routing Protocol 

(SHRP) integrates the ROFF and TMC protocol features with 

security solutions. The Dirichlet Process (DP) and Hidden 

Markov Model (HMM) methods are engaged for the spatio 

temporal correlation based channel allocation process. Service 

channels are assigned with unlicensed frequencies and 

licensed frequencies are allocated for the emergency 

conditions. The transmission delay is controlled with high 

throughput and detection probability rate levels. Many works 

focus on spatial cloaking [6] to provide k-anonymity. 

III. PROPOSED SYSTEM ARCHITECTURE 
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IV. PROPOSED METHODOLOGY 

 This project proposes a distributed vehicular re-

routing system for congestion avoidance, which leverages 

both cellular Internet and VANET communication. DIVERT 

is a hybrid system because it still uses a server, reachable over 

the Internet, to determine an accurate global view of the 

traffic. 

 The centralized server acts as a coordinator that 

collects location reports, detects traffic congestion and 

distributes re-routing notifications (i.e., updated travel times in 

the road network) to the vehicles. However, the system 

offloads a large part of the re-routing computation at the 

vehicles and thus the re-routing process becomes practical in 

real-time. 

 To take collaborative re-routing decisions, the 

vehicles situated in the same region exchange messages over 

VANETs. Also, it implements a privacy enhancement 

protocol to protect the users’ privacy, where each vehicle 

detects the road density locally using VANET and 

anonymously reports data with a certain probability only from 

high traffic density roads. 

 When signs of congestion are detected, the server sends 

the traffic map only to the vehicles that sent the latest updates. 

Subsequently, these vehicles disseminate the traffic data 

received from the server in their region. User privacy is 

greatly improved since this protocol reduces dramatically the 

number of vehicle location updates to the server and, thus, the 

driver exposure and identification risks. Moreover, in this 

hybrid architecture, the server does not know the OD pairs of 

the users. 

Secure Pre-Warning Collision Avoidance (S-PWCA) System  

In order to ensure proper operation of safety-related 

applications the security of safety messages should be 

guaranteed even in the presence of persistent attackers. As a 

wireless communication technology, Inter – vehicular 

Network is highly vulnerable to abuses and attacks. An 

adversary may inject a false information in order to mislead 

the target vehicles or with tampering the on board unit, 

implement an impersonation attack. He may also, by 

recording the messages of a target vehicle, track the vehicle’s 

location and collect private information about the vehicle. To 

facilitate communications, two distinct wireless channels are 

considered to exchange signaling messages to formulate 

vehicles’ clusters and to issue/forward warning messages, 

respectively. The vehicles’ clusters are formed with different 

parameters such as direction of vehicle movement, and its 

speed. Each vehicle is considered to have knowledge on its 

maximum wireless transmission range. Depending on its 

wireless transmission range, vehicle direction and speed, 

which has highest priority then would elected as a cluster 

head. The S-PWCA system inside each vehicle continuously 

carries out the following algorithm:  

 

V. INFORMATION COLLECTION 

In this all the vehicles’ gather’s the information from 

Network. Then each vehicle obtains its speed and acceleration 

from the vehicle speed meter. In order to ensure 

synchronization between all vehicles, current-time is obtained 

from the broadcast network. All the information is placed in a 

packet which is stamped with the vehicle identification 

number of the vehicle. 

A. S-PWCA algorithm Assumptions: 

 The collision Warning and Avoidance system is installed at 

on board unit. In this system, it is assumed that every vehicle 

is equipped with a system which is able to get the 

geographical position of the vehicle and having wireless 

transceiver. The proposed S-PWCA algorithm will work for 

both V2V and V2I.  

Step1: -Start originating secure message periodically.  

Step2: -Secure message arrives at a vehicle.  

Step3:-After receiving the status of vehicle, distances are 

calculated.  

Step4: -Calculate Distance  

Get Val of DV1 as VNode,  

Val of DV2 as VNode  

X = DV1.X - DV2.X Y = DV1.Y - DV2.Y DV1, V2 = √ X*X 

+ Y*Y  

Step5: - If the distance between two or more vehicle is less 

than 5m in our simulation, then warning message is generated 

and broadcasted to the nearby vehicles to avoid the possibility 

of collision.  

If Dv1, v2 < 5m  

Then Collision Detected, Broadcast Secure Warning Message 

in Network.  

Else  

Data Transfer to other Node in Network related to traffic 

Information End  

Step6: - After receiving secure message to avoid collision, one 

of the vehicle will increase the speed with prior 

communication related to position, speed, time & another 

vehicle speed measure set to slow. 

 

VI. CONCLUSION 

The deployment of vehicular communication networks is 

rapidly increasing. In this paper many technique for collision 

avoidance is presented for exchanging vehicles dynamic 

information in a secure. The secure technique is designed to 

guarantee the fresh message, message authentication, 

integrity, nonrepudiation, privacy. Also the work has been 

carried out to avoid the collision, Secure Pre Warning 

Collision Avoidance (S-PWCA) algorithm is proposed.  
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