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Data Protection

Organizations need to 

protect and keep track of  

personal data.  Processing 

can be done  with 

appropriate consent and 

under legal grounds. 

Any data breach must be 

reported in 72 hours to 

authorities and 

compromised individuals.

Personal Privacy

Organizations are 

required to have 

transparent policies of 

data collection and 

clearly outline 

processing purpose. 

Privacy impact 

assessments are 

required to be 

conducted with highly 

invasive data 

processing.
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Individual Rights

Individuals have the 

right to know how 

their data is being 

processed, object to 

processing or ask for 

rectification.

Under certain 

circumstances, EU 

residents have the 

right to be forgotten, 

so all data stored by 

the company must be 

erased.
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The European Union’s General Data Protection Regulation 

takes effect on May 25, 2018 imposing new rules for handling 

personal data of EU residents. 

Data Protection Officer 

as a Service

GDPR requires companies to 

appoint data protection 

officers.

We bring a good mixture 

between legal, technical and 

business expertise to fully 

support your company in 

implementing your 

compliance program.

This service includes Privacy

Impact Assessment support.

GDPR Assessment

A one time service carried out 

throughout your company to 

assess your current GDPR 

compliance maturity and find 

critical legacy risks.

We will establish a 

remediation plan, by 

recommending the 

appropriate technical & legal 

measures to stay compliant 

and still make the most  out of 

data.

Security as a Service 

Have your own 24x7 

security team ready to 

support with data 

protection, reporting and 

monitoring.

In addition, engage us in 

ethical hacking activities, 

social engineering 

campaigns or penetration 

testing.

Employee Awareness

Get the right mindset inside 

your company towards 

security and data privacy.

Our customized training 

sessions are uniquely design 

to mimic business as usual 

activities and enforce 

accountability.

We use real case scenarios 

and ethical hackers to 

showcase and raise 

awareness regarding security 

threats.

While growing your business, build a reputation your 

customers can trust. 

Respect their rights so they can hear your values. Stay 

safe and be fair.

But don’t stop and stay ahead of the game by 

maximizing the value of data.

Report & Monitor

Data Handling

Data Protection

Data Inventory

SERVICES

We start the GDPR compliance by mapping all your business processes with data and building the

architecture of your data inventory.

Once identified, we adjust procedures and policies related to data usage by humans or systems.

With the proper data governance rules in place, we implement technical security measures to protect 

data against attacks or unintentional damage.

We continuously keep track of proper data handling through implementing report and monitoring 

controls to  identify on the spot misusage or data breach.

It’s not only about the fines



Theodora Ciungan

Data Science & Security

+40 730 304 169

Liviu Chiric

Data Protection Law

+40 753 153 110

Data Protection Team

We’ve joined forces to put the 

right set of skills in place. GDPR 

compliance is a complex 

process that spans from legal 

matters to software design, 

information security, data 

mining algorithms and much 

more.

dpo@chiric.eu

www.chiric.eu www.flunky.ro


