
COMPANY DATA

VETERAN AFFAIRS  |  Information Technology Systems Integration 
Operations and Maintenance Services
USMC  |  Cybersecurity Services, SAARs, ATO, Assessment and 
Authorization, Vulnerability and Risk Management, Mitigation  
Mapping, FISMA Compliance
US NAVY  |  Cybersecurity Re-Engineering, Vulnerability and  
Risk Management, Data Mitigation
DISA  |  DISA Guidance; Vulnerability and Risk; Penetration Testing;  
FIPS, DoD 8500.2 and DoD 8551.1
EC-COUNCIL  |  Author of Third Party Risk Management Certification
DHS-USCIS  |  Secure Source Code

PAST PERFORMANCESDIFFERENTIATORS

CERTIFICATIONS:
DBE, MWBE, EDWOSB, 
HUBZONE
NAICS: 
518210, 541512, 519190, 
541511, 541513, 541519
DUNS: 080038658
CAGE: 7TEC1

•  Our ability to rapidly deploy and implement platforms for various 
cybersecurity tasks with a small footprint utilizing multi-functional 
products to support tactical and operational missions.

•  Our vast experience in the field enables us to easily connect the 
dots between nuances within each level of cybersecurity.

•  With our highly skilled and experienced team we help organizations 
identify and prioritize assets based on threat levels, measure digital 
resilience to create capabilities to neutralize threats.

•  Our subject matter experts utilize multiple data sources across 
intelligence disciplines to defend against cyberattacks.

CORE COMPETENCIES

Wyvern Security has over 20 years of experience in Cybersecurity, IT Systems, Network Architecture, Software Programming and 
Assurance, and Technical Assistance support services, to include expertise in WEB-Based Cloud Technology. Wyvern Security 
consulting firm provides agile cyber services fusing data analytics and intelligence to deliver advanced technology and analytical 
solutions to our clients. We remain at the forefront of our adversaries by leveraging agile, resilient next-generation solutions for 
tomorrow’s challenges.
Wyvern has years of experience within cybersecurity operations (defensive and offensive), cyber hunt, National Institute of Technology 
(NIST) Risk Management Framework (RMF), Department of Defense Information Assurance Certification and Accreditation Process 
(DIACAP) support, Federal Information Security Modernization Act (FISMA) compliance, training, Security Testing and Evaluation (ST&E).  
With our vast knowledge of these areas we provide our clients with superior consulting services for the CMMC.

aCYBER ENGINEERING SERVICES
aBIG DATA ANALYTICS
a�ARTIFICIAL INTELLIGENCE & MACHINE LEARNING
aVULNERABILITY & RISK MANAGEMENT
aCYBER-AS-A-SERVICE

aSOFTWARE ENGINEERING
aTHREAT MONITORING & MITIGATION
aOFFENSIVE/DEFENSIVE CYBER SOLUTIONS
aCMMC CONSULTING SERVICES
aSECURITY TRAINING & AWARENESS

CAPABILITY STATEMENT wyvsecurity.com

GSA 5415S 
GSA HACS MAS 
Contract Number 47QTCA21D00AJ
SERVICES PROVIDED: 
• 132-45A Penetration Testing
• 132-45B Incident Response
• 132-45C Cyber Hunt
•  132-45D Risk and Vulnerability  
Assessment

CONTACT INFO
WYVERN SECURITY LLC
Dr. Chanel Suggs  |  Founder, CEO 
Duchess of Cybersecurity®

407.674.9700
chanelsuggs@wyvsecurity.com

750 S. ORANGE BLOSSOM TR., STE 240  |  ORLANDO, FL 32805


