
a�AIIS employs experts that have developed methods that incorporate OWASP, 
the CIS Critical Security Controls, and the NIST 800-115 technical guidance 
to ensure that the most up to date and effective methods are used during a 
penetration testing engagement.

a�Our staff includes experts who hold the CISSP, CEH, MCSE, CASP, GPEN, GWAPT, 
GCIH, PenTest+ and Security+ Certifications.

aOur consultants hold certifications at all levels of the DoD Directive 8570/8140.

aOur consultants hold security clearances up to TS/SCI FS.

aOur team uses NIST SP 800-35 and the OMB A-130 standards.
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a�Security Awareness �

Training & Education
aSystem Auditing
aIncident Response 
a�Help Desk Support �

Services
a�Risk Management �

Framework (RMF)
a�Encrypted Communication 

(VPN, IPSEC)
aCloud Solution Integration 
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DIFFERENTIATORS

CERTIFICATIONS:  
DBE, SDVOSB, MBE

NAICS: 541512, 541513, 541519, 541611, 811212

DUNS: 610584133  |  CAGE: 7LEZ9

COMPANY DATA

PAST PERFORMANCES
LOCKHEED MARTIN (PEOSTRI):�
Subject Matter Expert for DRTS System, 
IA Validator, System Administration, 
Network Administration 

AMRI LLC: Risk Management, Cyber 
Security, Cloud Solutions & System 
Administration  

PRAGMATIC SYSTEMS: System  
Integration & Cloud Solutions 

JOHN E. PYTTE, PC: Risk Management, 
Cloud Solutions & System Administration 

RAYTHEON IIS: System & Network 
Administration, Virtual Environment 
Administration, STIG Verification  
& Validation 

CITY OF HINESVILLE: System  
& Network Administration,  
IT Project Management

We help companies with IA design & control requirements. Our 
specialized staff ensures all systems, devices, or data centers 
can meet DoD & Federal (NIST/FIPS) requirements. We offer 
Information Assurance Engineering and RMF training, consulting, 
and implementation worldwide.
We employ and train experts. 
Our experts can provide an end-to-end solution: build a cyber 
security policy and the associated documents and policies, build 
out and secure the environment that the policy protects, and 
then ensure FISMA compliance through compliance checks.
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WE SPECIALIZE IN:

Pioneering Technological Excellence  
Through Integrity and Innovative Solutions


