
 

 

Position:   Cyber Integration Center Lead 

 

Education:   B.S. in a Computer Information Systems or Business or a related field 

 

Job Description:  

The Cyber Integration Center Lead shall have experience operating combined monitoring 

environment of an enterprise NOC/SOC, responsible for cybersecurity, network, cloud, web, and 

application event monitoring and incident handling. Demonstrated ability leading highly 

specialized IT and cybersecurity specialists. Experience integrating and managing agile 

principles into cybersecurity, network, application monitoring, cyber threat intelligence, threat 

hunting, penetration testing and forensics. Must have a strong understanding of ensuring uptime 

requirements are met, ability to independently respond to and communicate errors and hardware 

exceptions. 

 

Qualifications: 

• 10+ years of experience in Project Management in IT/Computer Network Operations field 

• Preferred certifications: 

o CISSP  

o GIAC Certified Incident Handler (GCIH) 

o CompTIA Advanced Security Practitioner + (CASP+) 

o CompTIA Cybersecurity Analyst (CySA+) 

o PMP 

o CSM 

o PMI-ACP 

• Strong written communication, strong presentation skills, diplomacy skills, ability to 

follow policy and procedures, team skills, coping with stress, problem solving, time 

management, technical foundation skills: cybersecurity principles, cybersecurity 

vulnerabilities and weaknesses, incident handling and analysis skills, understanding 

intruder techniques, maintenance of incident records. 


